## 1AC

### Plan

#### Plan: The United States federal government should substantially increase prohibitions on private sector conduct that is more restrictive of competition than reasonably necessary to enable creation of information technology standards.

### 1AC---Innovation ADV

#### Advantage 1 is Innovation:

#### Current standard setting organization and FRAND enforcement is failing now

Melamed & Shapiro 18, \*A. Douglas Melamed is Professor of the Practice of Law at Stanford Law School; \*Carl Shapiro is the Transamerica Professor of Business Strategy at the Haas School of Business at the University of California at Berkeley; (May 2018, “How Antitrust Law Can Make FRAND Commitments More Effective”, https://www-cdn.law.stanford.edu/wp-content/uploads/2018/05/How-Antitrust-Law-Can-Make-FRAND-Commitments-More-Effective.pdf)

I. Standard Setting and the Competitive Process

The fundamental economics in the information technology sector, driven by network effects, implies that there is enormous value associated with establishing compatibility standards. Popular standards include the mobile broadband standards used in cell phones, which are established by the 3rd Generation Partnership Project (3GPP), and the Wi-Fi technology for wireless local area networks, which is enabled by the 802.11 standard established by the Institute of Electrical and Electronics Engineers (IEEE).4

There are many SSOs, and their rules and procedures differ considerably. In addition to IEEE, leading SSOs include the International Organization for Standardization (ISO), the International Telecommunication Union (ITU), the European Telecommunications Standards Institute (ETSI), the Internet Engineering Task Force (IETF), and the World Wide Web Consortium (W3C).5 SSOs generally establish standards by holding a series of committee meetings among industry participants. These meetings culminate in a vote on a technical specification that describes what features or attributes a product must have in order to comply with the standard. Most SSOs are open to all industry participants and seek to operate on a consensus basis, applying certain voting rules. SSOs do not normally engage in patent licensing, nor do they specify how patent royalties will be divided up among patent holders. They leave that to their members, which in some cases form patent pools to address these issues.6

SSOs adopt specific policies relating to intellectual property rights (IPRs).7 These IPR policies are generally intended to enable the SEP holders to obtain reasonable royalties for licensing their patents, while prohibiting them from charging excessive royalties after other industry participants have committed to the standard. At that point, firms committed to implementing the standard— which we call “implementers”—would find it very costly to avoid using the patented technology. For this purpose, most SSOs require SEP owners to license their SEPs on FRAND terms.8

FRAND policies are especially necessary because negotiations between SEP holders and implementers generally take place only after the implementers have used and infringed the technologies claimed by the SEPs. Standards involving information and communications technology can involve hundreds or even thousands of SEPs, many with uncertain boundaries for infringement. In addition, a time lag exists between patent application and patent issuance. For these and other reasons, it is impractical for implementers to enter into negotiations for patent licenses with all SEP owners prior to the establishment of a standard and to their implementation of it.9

The fact that patent negotiations generally do not take place until after implementers have used and infringed the technologies has several critical implications. First, at the time of negotiation, implementers are locked into the standard and the technologies claimed by the SEPs—that is, the cost to switch to an alternative technology or standard at that point—ex post—is much greater than it was ex ante, before the patented technology was first included in the standard. Ex post, the patent holder is no longer competing to have its technology included in the standard, nor is it competing to have implementers of the standard use its technology. Instead, because the patent holder owns an asset that is essential to the standard, implementers have no choice but to use the patented technology.

If the standard is commercially successful, implementers are willing to pay a much larger royalty for use of the patented technology than they would have paid ex ante, when the SEP holder faced competition from other technologies. In these circumstances, the SEP holder can be said to have obtained monopoly power in the market in which the patented technology is licensed for use in implementing the standard.10

Second, because of lock-in and the implementer’s ongoing infringement, the potential for litigation looms large in licensing negotiations. In effect, the parties are negotiating about how to settle an infringement suit, and that negotiation is heavily influenced by their predictions as to what the court will do if they cannot agree. This situation is not unique to SEPs; it arises frequently when firms are faced with patent infringement claims for products they have independently developed or technologies they have inadvertently infringed. Patent law addresses such instances by specifying that patent holders are entitled to “reasonable royalties,” defined as the royalties that the parties would have negotiated prior to the infringement and thus prior to lock-in.11 Those hypothetical ex ante royalties reflect the market value of the patent license. Notwithstanding the law’s embrace of this principle, however, as a practical matter, patent holders are generally able to recover more than the ex ante value of the patent when litigation occurs after the implementers are locked in. Further, negotiations in the shadow of litigation after lock-in tend to result in royalties in excess of the ex ante or market value of the patented technology.12

Third, the shadow of litigation is particularly problematic in the communications and technology sector, in which products typically include hundreds or thousands of patented technologies. A court-ordered injunction involving such products would deprive the implementer of not only the value of the technology covered by the patent-in-suit, but also the value of the entire product.13 Implementers that are forced to bear the risk of an injunction are thus induced to agree to royalties greater than those that would be appropriate if only the value of the patented technology were at stake. Those royalties systematically provide SEP holders with excessive compensation in comparison with the benchmark of ex ante royalties.

These implications of lock-in and ex post dealings are well-understood: they represent an example of the general concept of lock-in and opportunism developed by Oliver Williamson.14 The Federal Circuit has also recognized the market distortions caused by the inclusion of patented technologies in public standards and the resulting danger of patent holdup involving SEPs.15

For these and other reasons, the SEP holder has ex post monopoly power that, if left unchecked, would enable it to obtain royalties far in excess of the royalties that it could earn in a competitive market.16 To address this common problem and limit ex post opportunism by SEP holders, SSOs typically require participants that own SEPs to make certain FRAND commitments. In particular, by requiring a commitment to license on “fair and reasonable” terms, the FRAND requirement aims to prevent, or at least reduce, the extent of monopoly pricing by SEP holders. And by requiring a commitment to license on “nondiscriminatory” terms, the FRAND requirement can prevent SEP holders from extracting monopoly premiums by selective licensing or, more important, migrating their monopoly power from the FRAND-regulated market to unregulated standard-implementing product markets by licensing to only one or a few implementers or licensing to selected implementers on discriminatorily favorable terms.

#### Holdup is accentuated by FTC v Qualcomm

Moss 20, \*Alex Moss is a Staff Attorney on EFF’s intellectual property team, before joining EFF, Alex practiced complex commercial litigation at Sullivan & Cromwell LLP in New York and Durie Tangri LLP in San Francisco; (August 26th, 2020, “Throwing Out the FTC's Suit Against Qualcomm Moves Antitrust Law in the Wrong Direction”, https://www.eff.org/deeplinks/2020/08/throwing-out-ftcs-suit-against-qualcomm-moves-antitrust-law-wrong-direction)

Standards can enhance competition and consumer choice, but they also massively inflate the value of patents deemed essential to the standard, and give their owners the power to sue companies that implement the standard for money damages or injunctions to block them from using their SEPs. When standards cover critical features like wireless connectivity, SEP owners wield a huge amount of “hold-up” power because their patents allow them to effectively block access to the standard altogether. That lets them charge unduly large tolls to anyone who wants to implement the standard.

To minimize that risk, standard-setting organizations typically require companies that want their patented technology incorporated into a standard to promise in advance to license their SEPs to others on fair, reasonable, and non-discriminatory (FRAND) terms. But that promise strikes at a key tension between antitrust and patent law: patent owners have no obligation to let anyone use technology their patent covers, but to get those technologies incorporated into standards, patent owners usually have to promise that they will give permission to anyone who wants to implement the standard as long as they pay a reasonable license fee.

Qualcomm is one of the most important and dominant companies in the history of wireless communication standards. It is a multinational conglomerate that has owned patents on every major wireless communication standard since its first CDMA patent in 1985, and it participates in the standard-setting organizations that define those standards. Qualcomm is somewhat unique in that it not only licenses SEPs, but also supplies the modem chips used by a wide range of devices. These include chips that implement wireless communication standards, which lie at the heart of every mobile computing device.

Although Qualcomm promised to license its SEPs (including patents essential to CDMA, 3G, 4G, and 5G) on FRAND terms, its conduct has to many looked unfair, unreasonable, and highly discriminatory. In particular, Qualcomm has drawn scrutiny for bundling tens of thousands of patents together—including many that are not standard-essential—and offering portfolio-only licenses no matter what licensees actually want or need; refusing to sell modem chips to anyone without a SEP license and threatening to withhold chips from companies trying to negotiate different license terms; refusing to license anyone other than original-equipment manufacturers (OEMs); and insisting on royalties calculated as a percentage of the sale price of a handset sold to end users for hundreds of dollars, despite the minimal contribution of any particular patent to the retail value.

In 2017, the U.S. Federal Trade Commission [sued](https://www.ftc.gov/news-events/press-releases/2017/01/ftc-charges-qualcomm-monopolizing-key-semiconductor-device-used) Qualcomm for violating both sections of the Sherman Antitrust Act by engaging in a number of anticompetitive SEP licensing practices. In May 2019, the U.S. District Court for the Northern District of California agreed with the FTC, identifying numerous instances of Qualcomm’s unlawful, anticompetitive conduct in a comprehensive [233-page opinion](https://www.eff.org/document/ftc-v-qualcomm-district-court-opinion). We were pleased to see the FTC take action and the district court credit the overwhelming evidence that Qualcomm’s conduct is corrosive to market-based competition and threatens to cement Qualcomm’s dominance for years to come.

But this month, a panel of judges from the Court of Appeals for the Ninth Circuit unanimously [overturned](https://www.eff.org/document/ninth-circuit-opinion-ftc-v-qualcomm) the district court’s decision, reasoning that Qualcomm’s conduct was “hypercompetitive” but not “anticompetitive,” and therefore not a violation of antitrust law. To reach that result, the Ninth Circuit made the patent grant more powerful and antitrust law weaker than ever.

According to the Ninth Circuit, patent owners don’t have a duty to let anyone use what their patent covers, and therefore Qualcomm had no duty to license its SEPs to anyone. But that framing requires ignoring the promises Qualcomm made to license its SEPs on reasonable and non-discriminatory terms—promises that courts in this country and around the world have consistently enforced. It also means ignoring antitrust principles like the essential facilities doctrine, which limits the ability of a monopolist with hold-up power over an essential facility (like a port) to shut out rivals. Instead, the Ninth Circuit held rather simplistically that a duty to deal could arise only if the monopolist had provided access, and then reversed its policy.

But even when Qualcomm restricted its licensing policies in critical ways, the Ninth Circuit found reasons to approve those restrictions. For example, Qualcomm stopped licensing its patents to chip manufacturers and started licensing them only to OEMs. This had a major benefit: it let Qualcomm charge a much higher royalty rate based on the high retail price of the end user devices, like smartphones and tablets, that OEMs make and sell. If Qualcomm had continued to license to chip suppliers, its patents would be “exhausted” once the chips were sold to OEMs, extinguishing Qualcomm’s right to assert its patents and control how the chips were used.

Patent exhaustion is a century-old doctrine that protects the rights of consumers to use things they buy without getting the patent owner’s permission again and again. Patent exhaustion is important because it prevents price-gouging, but also because it protects space for innovation by letting people use things they buy freely, including to build innovations of their own. The doctrine thus helps patent law serve its underlying goal—promoting economic growth and innovation. In other words, the doctrine of exhaustion is baked into the patent grant; it is not optional. Nevertheless, the Ninth Circuit wholeheartedly approved of Qualcomm’s efforts to avoid exhaustion—even when that meant cutting off access to previous licensees (chip-makers) in ways that let Qualcomm charge far more in licensing fees than its SEPs could possibly have contributed to the retail value of the final product.

It makes no sense that Qualcomm could contract around a fundamental principle like patent exhaustion, but at the same time did not assume any antitrust duty to deal under these circumstances. Worse, it’s harmful for the economy, innovation, and consumers. Unfortunately, the kind of harm that antitrust law recognizes is limited to harm affecting “competition” or the “competitive process.” Antitrust law, at least as the Ninth Circuit interprets it, doesn’t do nearly enough to address the harm downstream consumers experience when they pay inflated prices for high-tech devices, and miss out on innovation that might have developed from fair, reasonable, and non-discriminatory licensing practices.

We hope the FTC sticks to its guns and asks the Ninth Circuit to go en banc and reconsider this decision. Otherwise, antitrust law will become an even weaker weapon against innovation-stifling conduct in technology markets.

#### Don’t trust neg authors---Qualcomm funded their papers.

McLaughlin 21, Bloomberg, (David, March 12th, 2021, “One Tech-Funded University Helped Shape FTC’s Hands-Off Approach”, <https://www.bloomberg.com/news/articles/2021-03-12/how-george-mason-university-shaped-ftc-s-hands-off-approach-to-tech>)

* Alden Abbott, Jonathan Barnett are both fellows at George Mason University’s Center for Intellectual Property and Innovation Policy (funded by Qualcomm)
* Joshua Wright is a former FTC commissioner who taught at the institute and lobbied for Qualcomm

The [Tech Transparency Project](https://www.techtransparencyproject.org/) (TTP), a watchdog group in Washington, details in a new report an unusually close relationship between the law school at Virginia’s George Mason University and the Federal Trade Commission. By helping shape the workforce of the FTC, the group claims, the school infused it with a laissez-faire philosophy favorable to the school’s tech donors.

[The report](https://www.techtransparencyproject.org/articles/big-techs-backdoor-ftc) throws a harsh light on the FTC’s hands-off approach to tech companies over the past decade. As the agency prepares to argue the lawsuit against [Facebook Inc.](https://www.bloomberg.com/quote/FB:US) that it filed late last year, seeking to break up the social media giant, it must contend with an inconvenient fact: It approved Facebook’s acquisitions of Instagram in 2012 and WhatsApp in 2014—the very mergers it now seeks to undo. The FTC’s consent to those deals is cited by critics as evidence of a permissive attitude that allowed tech companies to grow into leviathans.

One explanation for its lenience, the TTP report charges, is that the industry used a corner of academia to capture the agency. According to the report, which was published on March 12, Silicon Valley donated substantial sums to George Mason’s Antonin Scalia Law School, which built a pipeline of professors and graduates who went to work at the FTC. Dozens of people went from the school to the regulator—commissioners, bureau heads, attorney-advisers, legal interns—during the Obama and Trump administrations.

Under President Trump alone, professors and graduates of Scalia Law, and heads of affiliated programs at George Mason, served as the FTC chair, general counsel, policy planning head, and leaders of its three main divisions: the bureaus of competition, consumer protection, and economics.

Katie Paul, who heads the TTP, says an investigation is needed into “whether George Mason University has effectively become Big Tech’s back door into the FTC, giving the companies an undisclosed way to sway its decision-making and hobble enforcement action.”

Revolving Door

Large tech companies have donated to two programs affiliated with Scalia Law, the Global Antitrust Institute and the Law & Economics Center. From January 2018 to the end of last year, [Google](https://www.bloomberg.com/quote/GOOGL:US) donated $900,000, [Amazon.com Inc.](https://www.bloomberg.com/quote/AMZN:US) contributed $925,000, and Facebook Inc. gave $675,000, according to documents obtained by Bloomberg Businessweek through a public records request. Google, Amazon, and Facebook declined to comment on their donations.

The law school says the ties between its faculty and the FTC aren’t unusual. Alison Price, a senior associate dean, says it’s common for professors to work for federal agencies and then return to their teaching jobs. “Since Scalia Law has special expertise and a relatively large faculty in antitrust, it’s logical that our faculty is called to serve with frequency,” she says. “But faculty don’t set policy; administrations do.”

The Tech Transparency Project is part of a larger watchdog group, [Campaign for Accountability](https://campaignforaccountability.org/). The TTP website cites several philanthropists as donors, including George Soros’s Open Society Foundations. Oracle Corp. had been a donor to a TTP predecessor group that focused mostly on Google, but the TTP says it no longer accepts corporate funding.

Both George Mason programs, which host conferences and offer training for judges and antitrust enforcers, promote the consumer-welfare standard articulated by Robert Bork, the late federal judge and Yale Law School professor. That standard, the guidepost for regulators and courts since the 1980s, looks to price increases as a gauge of competitive harm. It is blamed by some antitrust experts for handcuffing enforcers when it comes to policing tech companies.

The tech companies’ donations are drawing scrutiny. At a hearing on Feb. 25, New York Democratic Representative Mondaire Jones called Abbott “Tad” Lipsky, a former FTC official now at the [Global Antitrust Institute](https://gai.gmu.edu/), “a wolf in sheep’s clothing.” As he testified against proposals to give the antitrust laws more teeth, Lipsky drew Jones’s scorn. Programs such as the GAI “have worked to teach judges and regulators to let their guard down as corporate funders like yours came to dominate our economy,” Jones said. Lipsky responded that his antitrust views predated “any of these digital technology companies.”

A key figure in the law school-to-regulator pipeline is Lipsky’s boss, Joshua Wright, an FTC commissioner from 2013 to 2015. He now teaches antitrust law at George Mason while also running the GAI.

Wright wielded outsize influence at the agency, pushing through a 2015 policy statement in an attempt to rein in the agency’s enforcement power. After he left he improperly lobbied the agency on behalf of Qualcomm Inc., one of the law school’s largest donors, according to a report by the FTC inspector general that was obtained by TTP and verified by Bloomberg Businessweek. His name was redacted in the report, but Wright confirmed it was about him. He says he did nothing wrong.

The New York Times last year [reported that tech companies bankrolled the work of the GAI](https://www.nytimes.com/2020/07/24/technology/global-antitrust-institute-google-amazon-qualcomm.html) and that Wright had worked with corporate donors to fend off critics. The extent of the revolving door between the FTC and the law school, and Wright’s alleged violation of ethics laws, haven’t been previously reported.

Many companies support higher education, and many universities send professors and graduates to Washington. But George Mason is unique in cultivating a specific regulator, says Jeff Hauser, executive director of the [Revolving Door Project](https://therevolvingdoorproject.org/), which tracks government officials’ corporate ties.

“In terms of feeding directly into a government agency, I’m not aware of any equivalent at the SEC or the EPA or anything else,” he says, referring to the Securities and Exchange Commission and the Environmental Protection Agency.

A public university in the northern Virginia suburbs of Washington, George Mason is home to the free-market think tank the [Mercatus Center](https://www.mercatus.org/" \t "_blank" \o "Mercatus Center website). It is a leader in the study of applying economic analysis to the law, emphasizing that markets work best when government regulates less. The university became known as a haven for conservatives at the end of the Reagan administration in 1988. Even Bork taught there after stepping down from the bench in 1988.

The George Mason conduit was steady and robust, according to the TTP, which details dozens of examples of people moving between the FTC and the law school over the past decade. One is James Cooper, who directs an economics and privacy program at the Law & Economics Center. He simultaneously taught at the school and served as a deputy director for the FTC’s Bureau of Consumer Protection.

Cooper was among the academics who urged House lawmakers last year to reject proposals to break up tech companies and make merger approvals more difficult. George Mason’s Wright, Lipsky, and John Yun, a professor at the law school who was an economist at the FTC, joined the filing. Cooper didn’t respond to a request for comment, and Yun declined to comment.

But Wright, the former FTC commissioner, perhaps best embodies the ties linking the FTC to the law school and its donors. After leaving the agency in 2015, Wright simultaneously taught at George Mason, ran the GAI, and worked for the Wilson Sonsini Goodrich & Rosati law firm, where he represented Qualcomm.

The FTC sued Qualcomm in January 2017 in a monopoly case that was developed while Wright was an FTC commissioner. Wright tried to broker a settlement about four months after the case was brought. He met Lipsky, then the acting director of the FTC’s competition bureau, for lunch at a steakhouse in Washington and tried to set up an additional meeting with agency officials, according to the inspector general’s report.

In doing so, Wright violated an ethics law that bans officials for life from lobbying on issues they worked on “personally and substantially,” according to the inspector general. Those findings were referred to the Department of Justice’s public integrity section. The Justice Department, which decided not to prosecute, declined to comment.

Lipsky resigned two months after his lunch with Wright, who then hired him at the GAI. Lipsky didn’t respond to a request for comment.

“I never made any appearance at the FTC involving its enforcement action against Qualcomm or discussed the merits of the case with any FTC official,” says Wright, who declined to elaborate on the specifics of the investigation. “I immediately complied when the FTC ethics office informed me that I should not make any appearance based upon a single preliminary vote I had cast years before the case was filed.”

Qualcomm contributed almost $5.8 million to the George Mason law school programs from 2016 through 2020. Less than two months before Wright met with the FTC to try to settle the Qualcomm case, the company gave $525,000 to the GAI. The company didn’t respond to requests for comment.

Tech companies that donate to George Mason collaborate with the school’s professors on projects, according to emails obtained through a public records request.

#### Don’t trust Big Tech-funded academic papers---they’re not credible.

Mullins and Nicas 17, \*Brody Mullins is an investigative reporter in the Washington D.C. bureau of The Wall Street Journal where he covers business, lobbying and campaign finance; \*Jack Nicas covers Google and other companies owned by Alphabet Inc. He is based in The Wall Street Journal's San Francisco bureau; (July 14th, 2017, “Paying Professors: Inside Google’s Academic Influence Campaign”, https://www.wsj.com/articles/paying-professors-inside-googles-academic-influence-campaign-1499785286)

Ms. Feldman and other critics of the funding say even disclosing money received from a company that has benefited from the research can give the appearance of a conflict of interest and undermine academic credibility.

“Yeah, the money is good but it does get in the way of objective academic research,” said Daniel Crane, a University of Michigan law professor. He said he turned down Google’s offers to fund his research that opposed antitrust regulation of internet search engines. “If I am reading an academic paper, and they disclose an interest with a party with an interest in the outcome,” he said, “you take [the research] with a grain of salt.”

Paying for favorable academic research has long been a tool of influence by U.S. corporations in food, drug and oil industries. Scandals involving conflicts of interest in medical research have spurred many medical schools, scientific researchers and journals to require disclosure of corporate funding and to prohibit corporate sponsors from meddling with findings.

The tech industry now includes the world’s top five companies by market value: [Apple](https://www.wsj.com/market-data/quotes/AAPL) Inc., Google parent [Alphabet](https://www.wsj.com/market-data/quotes/GOOG) Inc., [Microsoft](https://www.wsj.com/market-data/quotes/MSFT) Corp. , [Amazon.com](https://www.wsj.com/market-data/quotes/AMZN) Inc. and [Facebook](https://www.wsj.com/market-data/quotes/FB) Inc.

Several of the companies also are active in funding academic research. Microsoft has paid Harvard business professor Ben Edelman, the author of papers saying Google abuses its market dominance. Chip maker [Qualcomm](https://www.wsj.com/market-data/quotes/QCOM) Inc. funded papers supporting its side of a fight against Google over patents. And telecommunication giants [Verizon Communications](https://www.wsj.com/market-data/quotes/VZ) Inc. and [AT&T](https://www.wsj.com/market-data/quotes/T) Inc. have funded various papers against Google. The companies either declined to comment or didn’t respond to requests for comment.

#### Big Tech bankrolls academic papers---compromises academic integrity in a manner identical to Big Tobacco.

Auslender 20, (June 10th, 2020, “This research was sponsored by Amazon: How ‘Big Tech’ is compromising academic integrity”, https://www.calcalistech.com/ctech/articles/0,7340,L-3854970,00.html)

Research with questionable backing

The entry of corporate money into controversial research fields has always raised concerns. In the 1950s and 1960s, it was the big tobacco companies that poured billions into universities and research centers to produce academic studies into why smoking or second-hand smoke was not a health concern, or that there was no link between smoking and various diseases.

In the 80s and 90s, the same model was adopted by the energy companies, who used it to build the foundations of global warming and climate change denial. The huge amounts of capital the companies poured into the research bodies enabled them to shape the science in such a way as to produce as many studies as possible that emphasized the lack of certainty regarding climate change and help make the argument that man-made global warming was nothing but a theory. In between, there were always the food companies who tried to bridle science to downplay the risks of sugar consumption or the dangers of processed food by sponsoring studies that confused consumers and regulators alike.

In retrospect, it is clear that the money invested by tobacco and energy companies in academic studies served them to help manipulate the public and the regulators put in place to defend it in order to ensure huge profits while ignoring the dangers to people’s health, human lives and the future of the planet. The lessons learned from the previous decades are apparent in the academic institutions’ readiness to accept more money from such companies. When Philip-Morris announced in 2018 that it was launching a research fund that will hand out a billion dollars over 15 years, a long line of researchers, scientists, and doctors spoke out against accepting funding from a company whose products kill millions of people a year. It’s a good start, but it’s only the beginning. There are now several organizations dedicated to tracking the secret donations of tobacco and oil companies to research centers and NGOs.

Small sums, a huge impact

In recent years technology giants have joined the ranks of organizations that infuse the scientific community, and even some in the non-profit and watchdog sector, with small, but well-targeted sums. At first glance, it is difficult to point out the benefit they seek from cutting the checks, but chances are it’s there just waiting to be cashed. There are many examples and Amazon is only the most recent. Last July, IBM announced it was granting Notre Dame $20 million to establish an ethics lab and last year it was exposed that Oxford University received 17 million GBP from Google, in part to fund research into the ethics of AI and the public responsibility of tech companies. Facebook, in turn, launched a giant campaign to fund 60 research projects across 30 institutions to examine the impact of social media on democracy and at the same time donated $7.5 million for the establishment of a computer science ethics center in Munich. Earlier this week [a study](https://www.wired.com/story/top-ai-researchers-financial-backing-big-tech/) by a researcher at the University of Toronto revealed that more than half of the faculties dealing with AI at four leading universities receive funding from large tech companies, including Alphabet, Amazon, Facebook, Microsoft, Apple, Nvidia, Intel, IBM, Huawei, Samsung, Uber, Alibaba, Element AI, and Elon Musk’s OpenAI. Moreover, not all donations are transparent. Last July, the [New York Times revealed](https://www.nytimes.com/2020/07/24/technology/global-antitrust-institute-google-amazon-qualcomm.html?auth=linked-google) that the Global Antitrust Institute, a part of the Antonin Scalia Law School at George Mason University in Fairfax, Va., which often host regulators and judges from all over the world at its functions, has received over the years donations from Google ($500,000), Amazon ($225,000) and Qualcomm ($2.9 million). Those sums may be small compared to the huge amounts available to the tech giants, but for research institutes and universities they are substantial, especially compared to the government grants they compete fiercely over. In such a way, with minimal but precise contributions, the tech giants purchase access and influence over the shaping of the collective knowledge surrounding such critical subjects as competition, ethical technologies, and long-term social and political impact.

Researchers wake up!

Even though the tech giants are buying influence over social issues that are of critical importance, their relationships with research bodies are nearly free of critique, mostly due to the fact that there are no set rules to protect scientific integrity in such situations. There is no question that technology companies should take part in the discussion over the shaping of the regulatory environment and the ethical frameworks within which they develop new technology and one can’t ignore the two-way flow of people from companies to independent research institutes throughout their careers or completely negate its reciprocal impact. But these bodies, both the tech giants and the research centers, must conduct the dialog in a transparent space, uncorrupted by the money various stakeholders have spread around.

Big Oil and Big Tobacco and now Big Tech too all operate within the limitations of the law, and the money they pour in is all permitted. But when the research bodies are seduced into taking their money, they cast a shadow on the already elusive concept of scientific integrity. No matter how much academic freedom the donors promise, when money is involved there is always a way to pressure the researchers into serving financial interests.

#### Weakened antitrust enforcement emboldens firms to follow Qualcomm’s lead

Hovenkamp 20, \*Herbert J. Hovenkamp is James G. Dinan University Professor at the University of Pennsylvania Law School and the Wharton School of the University of Pennsylvania; (2020, “FRAND and Antitrust”, <https://scholarship.law.upenn.edu/cgi/viewcontent.cgi?article=3095&context=faculty_scholarship>)

While the FRAND process has been highly productive, it is also fragile. Firms are tempted to make commitments at the beginning when the incentive to join is large, but renege on them later when they can profit by doing so. At least in this particular case, private FRAND enforcement had not worked very well. Qualcomm had been able to violate FRAND commitments in order to exclude rivals and obtain higher royalties than FRAND would permit, largely with impunity. Other firms will very likely follow Qualcomm’s lead. If that happens the FRAND system will fall apart, doing irreparable injury to the modern wireless telecommunications network or, at the very least, diminishing the leadership role of the United States in preserving effective network competition.

While governments can be heavily involved in standard set-ting,9 the implementation of technical standards in information technologies is largely the work of private actors. Government involvement is limited mainly to enforcement of contract, intellectual property, or antitrust law. As private actors, those involved in standard setting or compliance are fully subject to the federal antitrust laws.

This Article addresses one question: when is an SSO participant’s violation of a FRAND commitment an antitrust violation, and if it is, of what kind and what are the implications for remedies? It warns against two extremes. One is thinking that any violation of a FRAND commitment is an antitrust violation as well. In the first instance FRAND obligations are contractual, and most breaches of contract do not violate any antitrust law. The other extreme is thinking that, because a FRAND violation is a breach of contract, it cannot also be an antitrust violation. The question of an antitrust violation does not de-pend on whether the conduct breached a particular agreement but rather on whether it caused competitive harm. This can happen because the conduct restrained trade under section 1 of the Sherman Act, was unreasonably exclusionary under section 2 of the Sherman Act, or amounted to an anticompetitive condition or understanding as defined by section 3 of the Clay-ton Act.10 The end goal is to identify practices that harm com-petition, thereby injuring consumers.

The Ninth Circuit’s Qualcomm decision will make antitrust violations in the context of FRAND licensing much more difficult to prove, even in cases where anticompetitive behavior and consumer harm seem clear.11 Indeed, in this case the court itself acknowledged the harm to consumers but appeared to think that they were not entitled to protection.12 If this decision stands, FRAND obligations will to a larger extent have to be settled through private litigation and the federal antitrust enforcement agencies will have a diminished role. Anticompetitive behavior by one firm that is not effectively disciplined will lead others to do the same thing.

#### A trusted and credible system for ICT innovation is critical to rapid tech diffusion and economic growth---absent FRAND, the system will collapse.

Bauer et al. 17, \*Matthias Bauer is Senior Economist at ECIPE; \*Fredrik Erixon is a Swedish economist and writer. He has been the Director of the European Centre for International Political Economy (ECIPE) ever since its start in 2006; (October 2017, “Standard Essential Patents and the Quest for Faster Diffusion of Technology”, https://ecipe.org/publications/standard-essential-patents/)

It is easy to take a pessimistic view about whether the system will break. If the current trend continues, the system is likely to break at some point for the simple reason that companies will not trust it anymore. The series of legal disputes witnessed over the past years – sometimes referred to as the “smartphone patent wars” – has been fodder for a pessimistic reading of “the two tales of SEPs”. While it is common in the business world that disputes over patents and licenses are settled in courts, various SEP disputes have revealed problematic aspects of the SEP market that are different from those disputes that follow the normal stream of business and contracts. Often, the SEP disputes are less concerned about the rights and boundaries of patents, and more about antitrust limits to market behavior: they concern market abusive practices and restrictions to competition as much as they are about intellectual property.

If the SEP system actually does break at some point, the consequences would be felt throughout the economy. SEPs have been a critical part of the ICT revolution. SEPs have allowed for the fast rates of innovation diffusion that the world has witnessed over the past quarter of a century. All the computer and Internet related products and services that people are now dependent upon for their private and professional lives are intricate webs of intellectual property. As many as 250,000 patents can be used to claim ownership of some technical specification or design element in a single smartphone (NYT 2012). A laptop, suggests one calculation, implements more than 250 interoperability standards (Biddle et al. 2010), and the number of SEP holders for 3G and 4G standards grew from 2 in 1994 to 130 in 2013 while the number of SEPs rose from fewer than 150 in 1994 to more than 150,000 in 2013 (Galetovic and Gupta 2016). The standardization-body ETSI has registered more than 150,000 declarations of SEPs from companies, and ETSI is just one of many bodies in the world of ICT standardization. For the 3G standard, the same body has about 24,000 patents that have been declared essential. Now, with the economy yet again on the threshold of big technological change, a trusted and credible system for creators and users of technology to standardize proprietary technology would be a boon for innovation, interoperability and – ultimately – the consumers.

And there are reasons for optimism. Although many of the problems in the SEP regimes need to be addressed, the numbers above indicate that the SEP system is in fact attractive to patent holders and SEP implementers. It is easy to see why: neither holders nor implementers are presented with alternative options that on the face of it would be far more profitable for them. In other words, there simply would not be as many patents declared as essential if both creators and users of technology believed the SEP system worked to their disadvantage or was grossly unfair. While the reality for some companies may be that legal disputes and unpredictability prompt them to find other ways than SEPs to get access to key technologies for their products, it remains the case that most stakeholders have strong economic incentives to maintain a balanced SEP system that is trusted.

First, standard essential patents are an asset for creators of technology because, by becoming essential to a standard, their volumes of sales for technologies that users value rise significantly. As many holders want to raise more revenues for their SEPs and – ideally – have the freedom to contract with buyers on their terms, they can expand their customer base when they agree to sell patented technology in accordance with a set of rules that are designed to prevent SEP holders exploiting the weakness of a customer that has grown dependent on having access to their technology.

Second, SEPs are hugely beneficial also to those that buy the licenses – the implementers or users. Through the SEP system, they can access technologies that are interoperable and work with different products and functionalities – and they can do it under conditions that, if history is a guide, in most cases give them stable and predictable terms of contract. As a consequence, both creators and users can focus on their competitive advantages and profit on the economies of scale and specialization. Downstream firms do not need to develop their own upstream technology and upstream firms do not need to package their technologies in end-customer products in order to make their products valuable.

Third, standard-setting organisations (SSOs) also have a big stake in an SEP system that works well – and, like creators and users of technology, they would stand to lose significantly if the SEP system were to collapse.

Lastly, the biggest beneficiaries are individual consumers – those who buy the end products using FRAND-conditioned SEPs. The advent of SEPs and the rules represented by FRAND have enabled a development of fast technology creation and contributed to the rapid diffusion in ICT goods and ICT-based services. The SEP system has also allowed for new competition, both between existing technologies and brands, and from new ones that have stepped into the market with the ambition to disrupt it, again to the benefit of the consumer. It is difficult to imagine that the ICT and digital development would have been as fast as it has been if SEPs had not been a central feature of the market.

The changing fortunes of companies operating in the cellular and smartphone market would not have been possible if there had not been an SEP system that supported competition. Now that the world economy is on the doorstep of new innovations that are dependent on a great number of input technologies – e.g. the Internet-of-Things, transport connectivity and intelligent vehicles – it is crucially important for the consumer that a balanced and functioning SEP system is maintained and that actors in the system converge towards it – which would ultimately meet their economic interests.

#### ICT innovation is key to post-COVID economic recovery and long-term growth.

van Ark 21, \*Bart van Ark is a Senior Advisor of the Economy, Strategy and Finance (ESF) Center at The Conference Board; Bart van Ark, \*Klaas de Vries is an economist with The Conference Board; \*Abdul Erumban is an assistant professor at the University of Groningen, The Netherlands and a senior research fellow at The Conference Board; (2021, “HOW TO NOT MISS A PRODUCTIVITY REVIVAL ONCE AGAIN”, https://sci-hub.se/10.1017/nie.2020.49)

Introduction

As the global economy has entered recession in 2020, triggered by the COVID-19 pandemic, the human casualties, and economic damage are perceived to be very large. Even as the health crisis will gradually become manageable, the impact on economic growth can be long-lasting and the recovery path can take several years. In particular, growth drivers such as the pace of job creation, income generation and investment may take several years to get back to pre-crisis trends. Initially the productivity of those growth drivers may be of less concern as the mantra of ‘we’ll do what it takes to avoid worse’ is predominant in this phase of the crisis.

However, once the recovery gets underway the productive use of resources is key to sustained growth. While we do not ignore the short-term challenges of the economic recovery, our primary focus in this paper is on the productivity puzzle from a long-term perspective. Productivity is driven by technological change and innovation which, in turn, depends on investment in human and physical capital as well as in other ‘missing capitals’ often referred to as intangible assets. Indeed, those investments create a positive feedback effect, as the productivity it generates also helps to make more efficient usage of scarce resources in the future. When properly measured and valued, productivity also provides a critical yardstick to realise a fairer distribution of the gains from economic growth to those who bring the resources to bear. It thereby creates the incentives for people to produce and business to invest helping to drive economic growth and raise living standards.

Unfortunately, in the aftermath of the global financial crisis of 2008/2009, many economies around the world, especially advanced economies, have failed to recharge the economy by powering productivity as the key source of growth in the long term. Indeed the latest update of The Conference Board Total Economy Database (July 2020) points at significant weakening in labor productivity growth in Europe up to 2019 (figure 1a–c). While the United States experienced somewhat faster productivity growth from 2017 to 2019 than the Euro Area and the United Kingdom, it still has not recovered to the rates of productivity growth from before the global financial crisis either.

The slowdown in productivity growth over the past 15 years has been well documented. There are multiple causes including an exhaustion of catch-up potential in emerging markets impacting economies along entire global value chains, and the drag from the global financial crisis because of low demand and weak investment, too low interest rates causing misallocations an overreliance on cheap labor, and failing fiscal policies (Bauer et al., 2020; Cette et al., 2016; Crafts, 2018; Dieppe, 2020; Fernald et al., 2017; Syverson, 2016).1 Technical measurement issues regarding inputs and outputs may have played a role as well.

In our earlier work we have stressed the importance of time lags in the adoption of new technologies, and in particular the complexity in generating productivity growth from the latest round of new digital technologies since the early 2010s, including the move toward mobile, ubiquitous access to broadband, the rise of cloud storage and advances in artificial intelligence (AI) and robotics (van Ark, 2016a, 2016b; van Ark and O’Mahony, 2016; van Ark et al., 2016).

While the first priority for economic recovery from the COVID-19 crisis is to restore jobs, it is important that any employment-intensive growth path does go together with a productivity revival. In this paper, we argue that it is possible to avoid another productivity slowdown. Underneath the aggregate figures, there is evidence pointing toward a possible tipping point at which many advanced economies may expect to see more widespread impacts from the adoption and absorption of digital technology on productivity and GDP growth.

In Section 2 we review the latest literature on the productivity impacts of general purpose technologies (GPTs), including the notion of time lapses through which digital technologies result in faster productivity growth. We also look at patterns by which innovation and productivity effects GPTs emerge across industries and disperse across the economy. We explain why the New Digital Economy (NDE) is especially characterised by long lag effects.

In Section 3 we provide an empirical analysis of productivity growth by industry data to observe whether we can detect a distinct pattern across groups of industries pointing to a structural improvement in recent years. We use a taxonomy on digital intensity by industry which was recently developed by the Organisation for Economic Co-operation and Development (OECD) (Calvino et al., 2018), showing that the most digital-intensive industries have experienced a relatively strong performance in terms of labor productivity growth since 2007 and especially since 2013.

In Section 4 of the paper, we discuss the connection between labor and skills in the digital economy, which we believe provides the key to a productivity revival. We developed a new metric on innovation competencies by occupation on the basis of data from the O\*Net database on occupation-specific descriptors in the United States (Hao et al., 2018). When applied to the United Kingdom, we find that innovation competencies point at stronger productivity effects by industry.

In Section 5 we focus on how productivity has been behaving in the short-term during the COVID-19 recession. In particular, we address the potential trade-offs between traditional pro-cyclical recovery effects and scarring effects the recession leaves, especially on the labor market. We argue that increased adoption and usage of digital technologies during the COVID-19 crisis may create a positive productivity effect. In the final section, Section 6, we will review our hypothesis that a productivity revival could be imminent in the light of the recovery from the COVID-19 crisis. In order not to miss this opportunity again, as happened a decade ago, we argue that a coordinated effort from business and policy is needed, and has to be delivered in such a way that the gains from productivity will be more widespread and such that those who provide the resources for growth are incentivised to deliver them in an efficient way.

2. The productivity paradox of the New Digital Economy

It is well known that General Purpose Technologies (GPTs), defined as new methods of producing and inventing new goods and services which are important enough to have a long-term aggregate impact on the economy, can take a significant amount of time to translate to faster productivity growth at the aggregate level of the economy. This is inherent to the three critical characteristics of a GPT as identified by Bresnahan and Trajtenberg (1995).2

1. Pervasiveness –The GPT should spread to most sectors.

2. Improvement –The GPT should get better over time and, hence, should keep lowering the costs of its users.

3. Innovation spawning –The GPT should make it easier to invent and produce new products or processes.

Historical analysis has focussed on productivity trends in previous technology phases (Bakker et al., 2019; Crafts, 2004). Recent literature has shown that the information and communication technology (ICT) revolution of the past 50 years can be characterised as a GPT and doesn’t pale with previous GPTs such as steam technology, electricity and the combustion engine. For example, Hempell (2005) concludes that ‘investment in information and communication technologies (ICT) are closely linked to complementary innovations and are most productive in firms with experience from earlier innovations’. In a more recent analysis of the evolution of the Internet, Simcoe (2015) argues that the modularity of the internet has prevented a fall in return to investments in innovation by ‘facilitating low-cost adaptation of a shared general-purpose technology to the demands of heterogeneous applications’. In a review of the data, Liao et al. (2016) conclude that:

‘...ICT investment does contribute to productivity but not in the usual manner –we find a positive (but lagged) ICT effect on technological progress. We argue that for a positive ICT role on growth to actually take place, a period of negative relationship between productivity and ICT investment together with ICT-using sectors’ capacity to learn from the embodied new technology was crucial. In addition, it took a learning period with appropriate complementary co-inventions for the new ICT-capital to become effective and its gains to be realised. Our findings provide solid, further empirical evidence to support ICT as a general purpose technology’.

#### Growth solves nuclear war.

Henricksen 17, \*Thomas H., emeritus senior fellow at the Hoover Institution; (March 23rd, 2017, “Post-American World Order,” Hoover Institution, <http://www.hoover.org/research/post-american-world-order>)

What Is To Be Done?

The first marching order is to dodge any kind of perpetual war of the sort that George Orwell outlined in  “1984,” which engulfed the three super states of Eastasia, Eurasia, and Oceania, and made possible the totalitarian Big Brother regime. A long-running Cold War-type confrontation would almost certainly take another form than the one that ran from 1945 until the downfall of the Soviet Union.

What prescriptions can be offered in the face of the escalating competition among the three global powers? First, by staying militarily and economically strong, the United States will have the resources to deter its peers’ hawkish behavior that might otherwise trigger a major conflict. Judging by the history of the Cold War, the coming strategic chess match with Russia and China will prove tense and demanding—since all the countries boast nuclear arms and long-range ballistic missiles. Next, the United States should widen and sustain willing coalitions of partners, something at which America excels, and at which China and Russia fail conspicuously.

There can be little room for error in fraught crises among nuclear-weaponized and hostile powers. Short- and long-term standoffs are likely, as they were during the Cold War. Thus, the playbook, in part, involves a waiting game in which each power looks to its rivals to suffer grievous internal problems which could entail a collapse, as happened to the Soviet Union.

Some Chinese and Russian experts predict grave domestic problems for each other. They also entertain similar thoughts about the United States, which they view as terminally decadent and catastrophically polarized over politics, ethnicity, and the future direction of the country. So, the brewing three-way struggle also involves a systemic contest, which will test the competitors’ economic and political institutions.

At this juncture, the world is entering a standoff among the three great and several not-so-great powers. Averting war, while defending our interests, will prove a challenge, calling for deft policy, political endurance, and economic growth, as well as sufficient military force to keep at bay aggressive states or prevail over them if ever a war breaks out.

#### Holdup threatens the entire IOT economy.

Morton 16, \*Fiona M. Scott Morton is an American economist, currently the Theodore Nierenberg Professor at Yale School of Management; \*Carl Shapiro is the Transamerica Professor of Business Strategy at the Haas School of Business at the University of California at Berkeley; (2016, “Patent Assertions: Are We Any Closer to Aligning Reward to Contribution?”, https://www.journals.uchicago.edu/doi/full/10.1086/684987#\_i22)

G. Summary

However, our overall conclusions regarding SEPs are more mixed. Policy and legal changes that have reduced the ability of SEP owners to engage in patent holdup appear to have stalled out, especially as regards reform of the IPR rules at SSOs other than the IEEE. If so, this could have important effects on innovation and efficiency. For example, the “Internet of Things” is a new and growing area where royalty stacking and patent holdup appear to be very real dangers. Devices of all sorts, from thermostats to railroad cars to refrigerators, are being given connectivity using standards developed by SSOs. The price of those chips, and whether the IP contained in them costs $5 or $0.50 or $0.005, will determine the nature of new applications and the rate of adoption.

Failure to prevent patent holdup relating to tomorrow’s information technology and communications standards is likely to cause significant social welfare loss in the years ahead. If new and more effective private solutions relating to standard setting do not emerge to promote innovation and protect consumers, antitrust enforcement is one of the only remaining remedies that seems feasible.

V. Conclusions

Over the past five years, the rewards provided to patent owners in the United States have become more closely matched with the value of the technology they contribute. When rewards and contributions are aligned, economic efficiency is promoted because investments into developing new technologies are commensurate with benefits. These changes have come from legislation, the federal courts, and policy statements and enforcement actions by regulators of various types. However, at this juncture, we see a substantial gap persisting between the ability of some patent owners to monetize their patents and the contributions provided by the technology underlying those patents. With the “Internet of Things” poised to create economic growth, this is a problem worthy of further research and policy attention.

#### Emergence of smart cities depends on IoT applications of 5G interoperability standards---absent FRAND, excessive royalties will undermine sustainable development.

Schwartz 18, \*Matt Schwartz, Privacy Fellowship Coordinator at ACT, App Association; (March 2nd, 2018, “It’s Smart to be FRANDly: How the FRAND Commitment Will Determine the Future of Smart Cities”, https://actonline.org/2018/03/02/its-smart-to-be-frandly-how-the-frand-commitment-will-determine-the-future-of-smart-cities/)

In December, we [outlined](https://actonline.org/2017/12/18/smart-cities-connecting-your-community-through-technology/%5d) the emergence of Smart Cities – cities that harness technological innovations like internet of things (IoT) devices and data analytics to improve essential infrastructure in growing urban centers. The technological foundation of Smart Cities aims to improve public safety, better allocate resources, and meet the needs of citizens more quickly.

A central element to Smart Cities is the comprehensive network of sensors and devices implemented within buildings, roads, traffic signs, and parking meters that allows them to interact with public, and potentially private-owned, infrastructure. These sensors will “speak” to one another, communicating information about energy usage, traffic density, or other elements of city management that have traditionally either been analyzed separately or not tracked at all. The potential of Smart Cities allows data to flow from previously disconnected branches of the city and be processed in real-time, unlocking previously unknown insights.

The powerful interoperability of Smart Cities will rely heavily on standardized technologies developed in organizations like the IEEE, which is responsible for standardizing the wi-fi technology we use every day. Standardized technologies often include standard-essential patents (SEPs), which, like their name suggests, are patents declared essential to an industry standard by a standards-setting organization. In simple terms, one cannot implement the standardized technology without using the patent.

Like regular patents, the users of SEPs must pay royalties or licensing fees to the patent owner before they may use it. For example, if a manufacturing company wants to make an IoT device interoperable with a 5G network, the manufacturer must pay a licensing fee to the owner of the SEP that is essential to the 5G standard. SEPs play a vital role in the new innovations we enjoy and have come to expect, and because of the value of these patents, SEP holders have the ability to demand high license fees from those who wish to implement the standard. To offset this competition issue, many SEP holders voluntarily agree to license their SEPs to any willing licensee under fair, reasonable, and non-discriminatory (FRAND) terms.

While wi-fi and LTE are standards that will be vital to Smart City deployment, countless new standardized technologies are being developed that will be integral to any fully-operational Smart City. With reasonable access to SEPs, assured by the FRAND commitment, innovators can enjoy the legal and business certainty they need to compete. While the meaning of the FRAND commitment continues to be refined – as evidenced by the development of SEP best practices recently launched by the App Association in Europe – its foundations are well-established.

But what happens when SEP holders do not abide by the FRAND licensing commitment, or simply refuse to license at all? Sadly, small and medium-sized companies would be forced to accept untenable licensing terms, but more realistically, they would be priced out of using the standard altogether. As a result, it would impose a barrier to innovation that would result in fewer products offered to consumers or cities eager to implement IoT technologies. For example, many hope the rise of autonomous vehicles will be seamlessly integrated into the Smart City network. But how beneficial would it be if only some autonomous vehicle brands are able to license the technology needed to communicate with traffic lights, simply because of the market power of a chipmaker? The FRAND commitment is an important backstop to that unfortunate possibility.

It is vital for SEP holders to honor FRAND licensing terms, if not for small and medium-sized innovators, then for the sustainability of future Smart Cities. FRAND creates a platform for innovation, providing a floor on which companies can stand, innovate, and compete. If the foundation of the FRAND commitment is reneged, American innovators pay a steep price – not only do they lose a key component of product development and market entry, but they are also left with years of expensive negotiations and litigation if they choose to challenge the licensing practice. What’s more, the confidence developed in the open standards development system is shaken, and Smart Cities have fewer choices in IoT solutions for their future.

To achieve the promise of Smart Cities, a balanced standards ecosystem is essential. We must allow small and medium-sized developers to leverage industry standards for innovation and prevent cost-prohibitive royalty structures and negotiating practices that are detrimental to competition, while also ensuring that SEP owners can protect their intellectual property and be fairly compensated for its use. The FRAND commitment continues to be the best framework to achieve this balance, and adherence to its principles will determine the future and success of Smart Cities.

#### Climate change is anthropogenic and causes extinction---5G-enabled smart cities are critical for mitigation and adaptation.

Huseien 21, \*Ghasan Fahim Huseien is a research fellow at Department of Building, School of Design and Environment, National University of Singapore, Singapore; Dr. Kwok Wei Shah is presently an assistant professor and deputy program director with the Department of Building, School of Design and Environment, National University of Singapore, Singapore; (August 23rd, 2021, “Potential Applications of 5G Network Technology for Climate Change Control: A Scoping Review of Singapore”, https://www.mdpi.com/2071-1050/13/17/9720)

Currently, the entire planet is at risk due to continual climate change [1–3]. The recorded increase in average temperature across the world in the past hundred years, and the associated changes attributed to this, are known as global warming. Many scientists are convinced by the published evidence that this change is anthropogenic and resulted from the elevated emission levels of global greenhouse gases (GHGs) [4,5]. Gases such as water vapor, carbon dioxide, methane, nitrous oxide, and ozone are responsible for the absorption and emission of thermal radiation. These changes in the relative quantities of the GHGs induce a proportional change in the amount of preserved solar energy. Presently, the accepted indicator for global warming is the sustained rise in the mean temperature worldwide. This definition is designed to account for the fact that there may be some localized exceptions to this rise. For example, there may be cooling experienced in a region while the global temperature may increase altogether, hence the need for average temperature. A key concern with the GHGs trapping of more heat in the atmosphere is that it affects both climate and short scale weather patterns. Consequently, it results in greater numbers of adverse weather events such as storms, heat waves, cold snaps, droughts, and fires [6]. Climate-related risks to health, livelihoods, food security, water supply, human safety, and economic growth are projected to increase with global warming of 1.5 ◦C [7] and further increase further at 2 ◦C, as shown in Figure 1. In addition, the risks to global aggregated economic growth due to the climate change impacts are projected to be lower at 1.5 ◦C than at 2 ◦C by the end of this century.

Carbon dioxide has the most substantial effect on global warming [8]. Although it was once assumed to have an ~100 year lifespan in the atmosphere, careful studies revealed that the situation is far worse, with three-quarters of the gas expected to remain for a time in the region of up to ~1000 years, with the remainder lasting for an indefinite period of time [9]. It was indicated that the present impacts of humanity on the atmosphere can certainly cause a long term problem [10]. Carbon dioxide is released when oil, coal, and other fossil fuels are burnt for the energy we use to power our homes, cars, and smartphones. By lessening its usage, we can curb our own contribution to climate change while saving money. The first challenge is eliminating the burning of coal, oil, and, eventually, natural gas. Oil is the lubricant of the global economy as it is hidden inside such ubiquitous items as plastic and corn, fundamental to the transportation of both consumers and goods. Coal is the substrate, supplying roughly half of the electricity worldwide, a percentage that is likely to grow according to the International Energy Agency (IEA). In fact, buildings contribute up to 43% of all the greenhouse gas emissions worldwide [11], even though investing in thicker insulation and other cost-effective as well as temperature-regulating strategies can save money in the long run. Investment in new infrastructures, or radical upgradation of the existing highways and transmission lines, may help to reduce greenhouse gas emissions, yielding economic growth in the developing countries.

Nations across the globe have kept very high targets to reducing their GHG discharges [12,13]. In order to meet these goals, considerable reductions in city energy usage is required. At a global scale, urban communities represent over half (55%) of the population, which is predicted to reach 68% by the middle of this century [14]. Urban areas claim ownership of the highest levels of energy use, gas emission, and also the largest local economy. As such, it is crucial for urban areas to reduce their consumption and utilize renewable sources wherever available to reduce their gas discharge levels. Smart cities often utilize digital sensors to measure and transmit data about the levels of GHGs in the city at that moment, as a means of tackling them [15]. The efficacy of such a system is thus reliant on the network used to collate and analyze the data collected as an extant network. The mobile telecommunications networks offer a convenient solution to this desire, as their pre-existence has the clear benefit of reducing costs compared to the design and implementation of a novel system. It is recognized that smart cities will certainly act as the key players meeting these ambitious targets [16,17]. In this study, we focused primarily on the potential applications of 5G network technology to control climate change in Singapore. In addition, a clear overview of the sustainability benefits of introducing 5G technology compatible smart cities, buildings, and farms in all aspects of urbanization is provided. Herein, the main purpose is to tackle the negative outcomes associated with anthropogenic climate change, with a particular focus on the contributions that are best made by the telecoms network operators.

Climate change is one of the most challenging problems that humanity has ever faced. Presently, hundreds of millions of lives, innumerable species, entire ecosystems, health, economy, and the future habitability of this planet are at risk. Fortunately, climate change is solvable, we just need to wisely exploit the existing technologies and sciences. Climate change mitigation is a pressing international need in which many management actions are required. The development of 5G technology has been largely driven by smart mobile devices and advanced communication technologies. It may thus serve as a technical enabler for a whole new range of business opportunities, energy, and facilities management, together with industrial applications. Moreover, it may enable different devices to work together seamlessly. Definitely, the 5G cellular network technology is expected to revolutionize the global industries with profound effects on the savings of energy, waste generation and recycling, and water resources management, thus reducing the climate change impacts.

#### Patent holdup is real and necessitates intervention, even if it can’t be systemically proven.

Contreras 19, \*Jorge Contreras, Professor, University of Utah S.J. Quinney College of Law; (2019, “MUCH ADO ABOUT HOLD-UP”, <https://www.illinoislawreview.org/wp-content/uploads/2019/08/Contreras.pdf>)

B. Protective Measures May Already Be Working to Reduce Hold-Up

Another important factor that should be considered regarding the purported lack of empirical evidence of systemic hold-up is the effect that existing policy measures have already had in reducing hold-up. As noted above, the threat of patent hold-up was a primary motivating factor for many SDOs to adopt policies requiring the disclosure and licensing of SEPs. These policies have been in place for decades. In the United States, the first such policy was adopted in 1959 by the American Standards Association (the predecessor to today’s American National Standards Institute (ANSI).102 Today, every one of the more than 200 ANSI-accredited developers of American National Standards must adhere to ANSI’s essential requirements, including the adoption of such a licensing policy for SEPs. Similar policies have existed in European and international standards organizations since at least the 1980s.103 These policies, which were developed by SDOs in large part to reduce the likelihood of hold-up within standard-setting systems, have had several decades to work, and it is likely that the lack of observed hold-up in some studies can be attributed to the successful operation of these policies.

Similarly, antitrust and competition enforcement agencies in the U.S. and Europe have been aware of the potential for hold-up connected with standardization for many years. Accordingly, they have brought enforcement actions when it has been alleged that hold-up behavior has resulted in a violation of the antitrust laws. High-profile enforcement actions against patent holders such as Rambus, 104 Google 105 and Qualcomm106 send powerful deterrent signals to the market and warn others not to engage in similar behavior lest they, too, become the subject of agency enforcement. Like SDO policies, it is likely that the general market awareness of agency interest in standard-setting and hold-up has, to a degree, limited the amount of hold-up that is actually attempted in the marketplace, thereby limiting the direct evidence of hold-up as a systemic problem.

But do the deterrent effects of SDO and agency efforts to reduce hold-up signify that hold-up is not a problem? Certainly not. To reach such a conclusion would be perverse: akin to claiming that burglary is not a problem in a neighborhood that experiences reduced burglary rates after it has implemented an active neighborhood watch program and enhanced policing.

C. Indicia of Healthy Markets do not Prove the Absence of Anticompetitive Conduct

As noted above, one of the principal arguments advanced by commentators seeking to refute the “hold-up theory” is that markets for telecommunications products, namely smart phones, are robust – evidenced by increasing product functionality, decreasing consumer prices and rapid innovation -- and that this degree of robustness indicates that hold-up cannot be a problem in these markets.107 If hold-up were a problem in these markets, they reason, we would see product stagnation, stable (but high) prices, and a lack of competition – features associated with classic examples of hold-up in markets for products such as natural resources and agricultural goods.108

But this argument relies on a false syllogism: hold-up results in market dysfunction; if a market functions well, then it cannot be subject to hold-up. The weaknesses in this argument are multifold. First, hold-up may exist in individual instances without sufficient weight to affect overall market characteristics, particularly in a large global market such as mobile telecommunications. Thus hold-up may exist, even in a market that outwardly appears to be functioning well. Second, there is no valid counterfactual to use to compare the health and robustness of the market for mobile telecommunications products.109 Other consumer electronics devices, such as televisions and DVD players, do not compare well with mobile telecommunications devices, which have taken on a unique character in the modern networked economy. Thus, observing the strength of the market fails to answer the critical questions “compared to what?” and how much stronger the market might be (through more product diversity, functionality, price reduction) without hold-up?

A simple historical illustration is useful in this context. During the decade leading up to the enactment of the Sherman Antitrust Act of 1890, several major U.S. commodity markets (e.g., steel, salt, petroleum, coal, sugar, lead, and others) came under intense scrutiny for a variety of allegedly anticompetitive industrial arrangements. One might have argued that these markets, had they been subject to the sorts of anticompetitive collusion that the Sherman Act sought to address, should have seen reductions of output and increases in price. Yet, between 1880 and 1890, U.S. output of salt, petroleum, steel, and coal all increased significantly, and prices of steel, sugar and lead all dropped significantly.110 Do these positive market indicia demonstrate that the subject markets were not subject to anticompetitive collusion, and that the Sherman Act was not necessary? Certainly, investigations of these industries revealed significant cartel behavior. I would suggest that few commentators today would argue that the coal, steel, sugar and other major industrial producers of the late nineteenth century were innocent of collusive and anticompetitive conduct, or that the Sherman Act was not a necessary and beneficial measure for the U.S. economy.111 Yet, had we relied solely on the positive characteristics exhibited by these markets as proof that anticompetitive conduct did not exist, then perhaps the Sherman Act never would have been enacted.

By the same token, the fact that global markets for standardized products such as computers and smart phones appear to be thriving does not itself refute the possibility of hold-up nor the existence of anticompetitive conduct in these markets. Nor does it allow regulators and policy makers to drop their guard or cease to monitor these important industries.

#### The plan requires SSO’s to administer reasonable action to prohibit ex post opportunism---that solves

Melamed & Shapiro 18, \*A. Douglas Melamed is Professor of the Practice of Law at Stanford Law School; \*Carl Shapiro is the Transamerica Professor of Business Strategy at the Haas School of Business at the University of California at Berkeley; (May 2018, “How Antitrust Law Can Make FRAND Commitments More Effective”, https://www-cdn.law.stanford.edu/wp-content/uploads/2018/05/How-Antitrust-Law-Can-Make-FRAND-Commitments-More-Effective.pdf)

3. Application of the Basic Legal Principles

The antitrust principle is straightforward: industry-wide collaboration through SSOs to establish procompetitive standards is permitted only if it is no more restrictive of competition than reasonably necessary to enable creation of the standards. When standard setting predictably creates technology monopolies that, if unrestrained, will enable anticompetitive ex post opportunism that would otherwise not occur, an SSO that does not take effective measures to prevent or minimize such ex post opportunism engages in conduct that is more restrictive of competition than necessary. In that case, the SSO and, in appropriate cases, its members, may well violate Section 1 of the Sherman Act.

Under this principle, SSO procedures and FRAND rules should be evaluated based on whether they lead to reasonable SEP royalties, using the competitive ex ante licensing standard discussed above, which has been adopted by the courts in patent law. Put differently, FRAND rules should be evaluated based on their ability to prevent SEP holders from obtaining more than the ex ante value of their technology from implementers.

This limitation would not prevent a SEP holder from proﬁting, perhaps greatly, from participating in the SSO and having its patented technology included in the standard. The SEP holder continues to be rewarded for its technology because the inclusion of its technology in the standard can still greatly increase the volume of licensing opportunities available to the SEP holder.

Whether a particular set of FRAND rules are sufficiently effective in preventing ex post opportunism will depend on the particular circumstances. The procedural unfolding of the case will also depend upon the circumstances. As a general matter, the case would probably be structured as an ordinary Rule of Reason case.82

First, the plaintiff would have to demonstrate harm to competition as a result of the collaboration of the SSO’s members, many of which compete with one another. In this case, the harm to competition would stem from the ability of the SEP holder to exercise monopoly power by obtaining royalties in excess of the competitive, ex ante level. The decision to include patented technologies in the standard would be the allegedly unlawful agreement. Notably, the court need not determine what a FRAND royalty is; it would suffice to determine that market power has been created or exercised, and that existing SSO rules and policies were not adequate to prevent the competitive harm. The defendant, which could be the SSO or perhaps one or more SSO members, would win at this point if the plaintiff failed to show harm to competition. If might fail if the standard faces substantial competition and the court concludes that the SEP holder therefore does not have market power or if the SSO’s rules and policies are found to be effective in preventing ex post opportunism, even if the plaintiff or even the court thinks that other rules and policies would be preferable.

Second, if the plaintiff makes the requisite showing of harm to competition, the defendant(s) would then have to show some procompetitive justiﬁcation— in this case, the beneﬁts of the standard. These two initial steps should be straightforward.

Third, if as is likely the defendant is able to show a procompetitive justiﬁcation, the plaintiff would have to show that the SSO could have used available, reasonable alternatives to realize the efficiency beneﬁts with less or none of the competitive harms. The plaintiff might identify reasonable alternatives that would have led to a different standard, based on including unpatented technology in the standard or perhaps involving fewer SEPs or fewer owners of SEPs, which would be less subject to patent holdup. More likely, the plaintiff could suggest alternative SSO rules that would not change the standard, but would reduce the likelihood or extent of ex post opportunism. For example, the plaintiff might suggest more rigorous FRAND-type rules, such as rules that set forth more precise principles on which FRAND royalties are to be determined and the circumstances under which SEP holders might seek injunctions.

Fourth, the burden would then shift to the defendant(s) to show that the beneﬁts of the standard could not have been realized if the SSO had adopted any of the proffered alternatives or that those alternatives were unrealistic.83 The plaintiff would be entitled to judgment if the court concludes that those beneﬁts could have been realized with less competitive harm if the SSO had adopted the standard with different IPR rules or policies.

Our overall sense, based on experience and the empirical literature, is that the extant FRAND rules are generally useful, but tend to be inadequate because they are imprecise and leave unresolved such critical issues as (a) the meaning of a reasonable royalty, even conceptually; (b) the meaning of “non-discriminatory;” (c) to whom licenses must be offered; and (d) under what circumstances may a SEP holder obtain an injunction.84 These imprecise FRAND commitments are therefore not sufficient to adequately prevent ex post opportunism. The recent revisions to IEEE’s FRAND policy represent a signiﬁcant step in the right direction, but even this advance leaves important questions unanswered.85 If FRAND rules are inadequate in these ways, litigation involving extant FRAND rules would likely be resolved only at the ﬁnal, fourth step. The defendant would be able to demonstrate the beneﬁts created by the standard; the plaintiff would be able to demonstrate the creation of market power and that other reasonable and practical rules or policies would ameliorate the problem. The case would thus turn on whether the defendant is able to demonstrate that signiﬁcant beneﬁts associated with standardization could not have been realized if the SSO had adopted those other rules or policies.

The court would have available a variety of possible remedies if the plaintiff prevails. Implementers that paid supracompetitive royalties or were unlawfully excluded in whole or in part from product markets as a result of the inadequate FRAND policies would be entitled to damages and, in some cases, to treble damages.86 If the unlawful SSO conduct is regarded as the collective action of the SSO and its members, which is likely to be the case in most instances, SSO members would be jointly and severally liable for the damages. Forward-looking injunctive relief aimed at restoring competition would need to be fashioned to the requirements of the individual case. For example, a court could order the SSO to adopt a new rule or policy proposed by the plaintiff. If the court is reluctant to take on that governance role, it might give the SSO a period of time—maybe ninety days—to develop a rule, subject to the court’s ultimate approval, which would adequately ameliorate the competitive problem created by the SSO. Alternatively or in addition, the court might order the parties to attempt to negotiate a rule or policy on which they can agree. And, depending on the circumstances, the court might order SEP holders, including at least those that were defendants in the case, to comply with the new SSO rules and policies.

### 1AC---Cybersecurity ADV

#### Advantage 2 is Cybersecurity:

#### Aggressive patent strategies create structural flaws in 5G standardization that imperils domestic cybersecurity---market competition reduces the incidence of vulnerability and severity of attacks.

Duan 20, \*Charles Duan is a senior fellow and associate director of tech & innovation policy at the R Street Institute, where he focuses his research on intellectual property issues; (2020, “OF MONOPOLIES AND MONOCULTURES: THE INTERSECTION OF PATENTS AND NATIONAL SECURITY”, Santa Clara High Technology Law Journal, 36(4), 369-405. Retrieved from <https://www2.lib.ku.edu/login?url=https://www.proquest.com/scholarly-journals/monopolies-monocultures-intersection-patents/docview/2442966690/se-2?accountid=14556>)

III. COMPETITION AND CYBERSECURITY

In addition to the historical review done so far, another approach to understanding the relationship among patents, competition, and national security is to consider the role of cybersecurity. There is little doubt that computer system vulnerabilities that enable hacking and spread of computer exploits are a threat to the nation’s defenses, so better cybersecurity is a key part of national security strategy.155

Strong competition can thus complement national security by enhancing domestic cybersecurity, and patent assertion that unduly weakens competition detracts from cybersecurity.156 Competition promotes better cybersecurity in at least two ways. First, multiple studies show that competition encourages firms to improve their products on multiple vectors including cybersecurity. Second, competition avoids a situation that security experts call a “monoculture,” which increases vulnerability to severe cyberattacks. As former Secretary of Homeland Security Michael Chertoff wrote recently, “We need competition and multiple providers, not a potentially vulnerable technological monoculture,” to guarantee national security.157 Thus, cybersecurity provides a useful lens for understanding how unfettered patent assertion and licensing can detract from national security.

A. Cybersecurity as Competitive Value-Add

Competition enhances national security by reducing the incidence of technical vulnerabilities. That effect is especially important for security sensitive systems such as mobile telecommunications.

Intuitively, a causal chain from competition to cybersecurity makes logical sense. Computer security is a value-added benefit to consumers, so firms in competitive markets are likely to use security to gain an edge over their competitors.158 In monopolized markets, though, there may be less external impetus to test products for flaws, and the monopolist may choose to focus less on security and more on new product features or increased product quality.

Economic research confirms these hypotheses about competition leading to better cybersecurity. A 2009 empirical study of web browsers considered the impact of market concentration on the amount of time that vendors took to fix security vulnerabilities as they were discovered.159 The study found that the presence of more competitors correlated with faster cybersecurity response—a reduction of 8–10 days in response time per additional market rival.160 Similarly, business researchers in 2005 modeled incentives for firms to engage in sharing of cybersecurity information, and concluded that the “inclination to share information and invest in security technologies increases as the degree of competitiveness in an industry increases.”161 Another study found that, where two software firms are in competition, at least one will be willing to take on some degree of risk and responsibility for cybersecurity, whereas a monopoly software firm will consistently fail to accept such responsibility.162 To be sure, an unpublished study from 2017 found that some market concentration can make firms more responsive to cybersecurity issues, but only to a point: “being in a dominant position reduces the positive effect of having less competitors on the responsiveness of the vendor,” and indeed the “more dominant the firm is, the less rapid it is in releasing security patches.”163 This research confirms that competition is more conducive to cybersecurity.

It is not hard to see how this applies to emerging communication technologies markets. In the absence of competition, the above research suggests that device manufacturers, chip makers, and software developers will lack incentives to respond to vulnerabilities, to share information about cybersecurity practices and issues, and to take responsibility for security matters. Mobile phone chips have had their share of cybersecurity failures already.164 The best way to flush out ongoing and future cybersecurity issues is to maintain competitive pressure at all levels of the supply chain.

B. Vulnerabilities of “Monocultures”

A second reason why monopoly undermines cybersecurity is that monopoly leads to a “monoculture” of single-vendor products, opening the door to massive systemic failure in the case of a cyberattack. Computer researchers developed the theory of software monocultures in the early 2000s, in response to the regular phenomenon of computer viruses and other attacks spreading rapidly by exploiting flaws in the dominant operating system at the time, Microsoft Windows.165 Where a computer system such as Windows has a commanding share of users, a virus that exploits a flaw in that system can quickly spread to infect a whole interconnected ecosystem. An operating system monopoly thus enables fast and easy spread of cyberattacks, and better cybersecurity would be achieved through greater diversity in online systems.166 As one research group posited, “a network architecture that supports a collection of heterogeneous network elements for the same functional capability offers a greater possibility of surviving security attacks as compared to homogeneous networks.”167

There has been considerable study of the theory that computer monocultures are naturally more vulnerable to attacks.168 In one study, computer science researchers reviewed a catalog of 6,340 software vulnerabilities recorded in 2007, to compare whether comparable software would share the same flaws.169 Of the 2,627 vulnerabilities applicable to application software (as opposed to operating systems, web scripts, and other software components), only 29 (1.1%) applied to substitute products from different vendors but providing the same functionality.170 By contrast, different versions of a single software product were found to share vulnerabilities 84.7% of the time.171 Thus, software monocultures share exploitable flaws even when there is some variation in versions across the monoculture; by contrast, diversity in software is almost guaranteed to prevent a single flaw from affecting all users.

In the case of 5G and wireless mobile communications, a monoculture is an especially concerning possibility. To the extent that systems such as smart city sensors or communication networks are widely deployed in a monoculture fashion, a widespread attack could have devastating consequences, potentially blacking out a region and affecting essential services such as 911.172 A monoculture that is vulnerable to so-called “rootkits” or “backdoors”—maliciously installed software that enable bad actors to commandeer systems—could also enable mass surveillance or spying by private hackers or foreign governments.173 The presence of systems from multiple vendors would mitigate these possibilities.

#### Insecure technical standards cause inevitable systemic grid collapse---extinction.

DeNardis 21, \*Dr. Laura DeNardis, PhD in Science and Technology Studies from Virginia Tech, Dean of the School of Communication at American University, and Gordon M. Goldstein, Adjunct Senior Fellow at the Council on Foreign Relations, (March 1st, 2021, “The Real Lesson of the Texas Power Debacle”, Lawfare, 3/1/2021, https://www.lawfareblog.com/real-lesson-texas-power-debacle)

The infrastructure was essential, ubiquitous and providing basic functionality for everything in daily life from water to heat and transportation. And in an instant it was gone, plunging tens of thousands of residents into a life-threatening crisis. This is, of course, the narrative of the recent debacle in Texas, where a winter storm overwhelmed the state’s electrical grid and brought the state to a near-total blackout. But it should also be interpreted as a preemptive warning of what Americans will face from the next generation of the internet and the new realm of cybersecurity risk it will dramatically amplify.

Both forms of infrastructure—a state-run electrical grid and the 5G and “internet of things” future to which we are rapidly hurtling—share three attributes. First, their construction reflects a lack of imagination about the danger that can quickly coalesce when seemingly remote threat scenarios become real. Second, compounding a lack of analytic imagination is an absence of preparedness. Third, for both the Texas electrical grid and the emerging internet, public policy protections are either meager or completely absent.

In planning for the resilience of its electrical grid, public officials in Texas discounted the potentially devastating disruption that could occur from unpredictable events—whether related to climate change or just a once-a-century anomaly. They also eschewed precautions other states take seriously by allowing for the interconnection of electrical grid supply chains across their borders, ostensibly because of their ideological rejection of federal regulatory oversight governing such arrangements.

As the United States builds out a new national 5G cyber-physical communications network through private service providers, Americans similarly discount the risks—myriad in their diversity and severity—that are orders of magnitude more significant than what Texas confronted recently. More physical things than people are already connected. The super empowered internet of tomorrow, known among some in the field as the “internet of everything,” will exceed by tens of billions of devices the number of connections between individuals simply communicating via social media or digital screens.

This confronts policymakers with an imminent threat: A cyber outage is no longer about losing digital communications but about losing basic societal functioning and even human life. The failure of imagination is to think of the SolarWinds attack on U.S. federal agencies and tech companies as a worst-case scenario. The failure of imagination is to think of cybersecurity through a content-centric lens rather than as possible attacks on the material world. The emergence of internet-connected cardiac devices, digitally dependent cars, and internet-connected agriculture systems portend the stakes of a cyberattack to health care, economic and social functioning, and food security.

The United States should be prepared for, and certainly not be caught by surprise by, such cyberattacks. Yet, the internet of everything is notoriously insecure. Internet-connected physical objects are not necessarily upgradeable. Nor do they come with adequate default security and encryption. The 5G infrastructure that helps connect digital objects has been at the center of debates over Chinese espionage. Industrial cyber-physical systems are based on technical standards that have not been collaboratively vetted for security and interoperability. One of the most infamous cyberattacks—the so-called Mirai botnet that took down major media sites and corporations—hijacked these insecure objects in homes to carry out the assault. The United States is not yet prepared.

Finally, in the race to conceive and deploy effective public policy responses, the U.S. government as a whole is hardly more anticipatory or synthesized in its response to potential calamity than the state of Texas. The focus of U.S. cyber policy remains on information policy issues such as disinformation, manipulation and violent speech rather than securing the digital world that now powers our material day-to-day lives. The Biden administration confronts an enormous challenge in crafting a comprehensive strategy to the cybersecurity risks foreshadowed by the ruinous experience in Texas and its management of vital infrastructure. While the digital world has leapt from two-dimensional to three-dimensional space, cyber policy has not at all jumped from 2D to 3D.

This failure of imagination, preparedness and policy protection must not be America’s cyber future; the stakes are far too high and the costs are far too great. The Texas disaster is a potent illustration of what has always been true: Our digital society and economy are extremely vulnerable and grow more porous and subject to penetration day by day. As digital sensors and cyber control systems become further embedded in physical infrastructure like energy systems, agriculture and transportation, there is no longer a separation between security of the “real” world and security of the online world. They are entangled and increasingly enmeshed—and policy has yet to catch up to either envisioning or mitigating the looming threats the U.S. confronts.

If the energy grid cannot weather a winter storm, how can it be expected to withstand a major cyberattack? What other vital forms of national infrastructure—ranging from water, bridges, highways and roads, and ultimately our day-to-day financial system—are comparably at risk? As Texas dramatizes, it is neither hyperbolic nor exaggerated to assert that our survival could now depend on securing the inevitable cyber-physical future that is accelerating with stunning rapidity.

#### Actors have the means and motivations to strike critical infrastructure.

Wintch 21, \*Timothy M. Wintch, an active-duty Major in the United States Air Force. He is currently a graduate student at the Oettinger School of Science & Technology Intelligence, National Intelligence University, in Bethesda, Maryland. Mr. Wintch has over 11 years of experience in command-and-control operations as an Air Battle Manager. He holds a Bachelor of Arts in Politics from the University of California, Santa Cruz, and a Master of Arts in Military Studies from American Military University. (April 20th, 2021, “PERSPECTIVE: Cyber and Physical Threats to the U.S. Power Grid and Keeping the Lights on”, https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/)

Among critical infrastructure sectors in the U.S., energy is perhaps the most crucial of the 16 sectors defined by the Department of Homeland Security. This sector is so vital because it provides the energy necessary to run every other critical infrastructure sector. However, the U.S. power grid, the backbone of the energy sector, is built upon an aging skeleton that is becoming increasingly vulnerable every day. Whether from terrorists or nation-states like Russia and China, the power grid is susceptible to not just physical attacks, but also to cyber intrusion as well. However, much of this threat can be mitigated if the U.S. takes the appropriate steps to safeguard the power grid and avoid a potential catastrophe in the future.

Since Sept. 11, 2001, terrorism on U.S. soil has been at the forefront of American consciousness. Critical infrastructure provides an appealing target because of the disproportionally large impact even a small attack can have on the sectors. In particular, the power grid represents a particularly lucrative target, both in terms of the ease of access and the large impact it can make. The National Research Council stated that the U.S. power grid is “vulnerable to intelligent multi-site attacks by knowledgeable attackers intent on causing maximum physical damage to key components on a wide geographical scale.”[[1]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn1) Additionally, the physical security of transmission and distribution systems is difficult due to the dispersed nature of these key components, which in turn is advantageous to attackers as it reduces the likelihood of their capture.[[2]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn2) From 2002-2012, approximately 2,500 physical attacks occurred against transmission lines and towers worldwide and approximately 500 attacks against transformer substations.[[3]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn3) Terrorists have the motivation to attack the U.S. power grid but the very nature of the grid makes it highly vulnerable. The power grid is not only at risk from physical attacks, but also nation-state cyberattacks.

One nation that has shown both the capability and intent to use attacks against critical energy infrastructure is Russia, as demonstrated in their 2015 annexation of Crimea from Ukraine. A Russian cyber threat group known as Sandworm, which used its BlackEnergy malware, attacked Ukrainian computer systems that provide remote control of the Ukraine power grid.[[4]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn4) This attack, and another in 2016, each left the capital Kiev without power, prompting cyber experts to raise concern about the same malware already existing in NATO and the U.S. power grids.[[5]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn5) In any conflict between Russia and NATO, not only would similar cyberattacks pose a threat, but so would potential physical attacks severing fuel oil and natural gas lines to Western Europe. Russia has both the capability and intent to attack critical infrastructure, particularly power grids, during future conflicts in their “hybrid warfare” approach.

Another nation that has the capability to attack critical energy infrastructure is China, representing a threat to not just the U.S. energy infrastructure but also that of our allies whose support would be vital in a major conflict. A recent NATO report highlighted this threat from China’s Belt and Road Initiative, stating that “[China’s] foreign direct investment in strategic sectors [such as energy generation and distribution] …raises questions about whether access and control over such infrastructure can be maintained, particularly in crisis when it would be required to support the military.”[[6]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn6) Like Russia, China has been active with cyber intrusions in U.S. energy infrastructure. The Mission Support Center at Idaho National Laboratory characterized these as attacks as “multiple intrusions into US ICS/SCADA [Industrial Control Systems/Supervisory Control and Data Acquisition] and smart grid tools [that] may be aimed more at intellectual property theft and gathering intelligence to bolster their own infrastructure, but it is likely that they are also using these intrusions to develop capabilities to attack the [bulk electric system], as well.”[[7]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn7) China, therefore, has both the capability and intent to conduct cyber intrusions and attacks for myriad reasons.

Another arm of this threat is the reliance the U.S. energy industry has on imports from China, especially transformers. In early 2020, federal officials seized a transformer in the port of Houston that had been imported by the Jiangsu Huapeng Transformer Company before sending it to Sandia National Laboratory in Albuquerque. Sandia is contracted by the U.S. Department of Energy for mitigating national security threats.[[8]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn8) The Wall Street Journal reported that “Mike Howard, chief executive of the Electric Power Research Institute, a utility-funded technical organization, said that the diversion of a huge, expensive transformer is so unusual – in his experience, unprecedented – that it suggests officials had significant security concerns.”[[9]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/" \l "_ftn9) Previously destined for the Washington Area Power Administration’s Ault, Colo., substation, the transformer is believed to have been seized due to “backdoor” exploitable hardware emplaced by the Chinese prior to shipment.[[10]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/#_ftn10) Shortly after these events, President Trump issued Executive Order 13920, “[Securing the United States Bulk-Power System](https://trumpwhitehouse.archives.gov/presidential-actions/executive-order-securing-united-states-bulk-power-system/),” essentially limiting the import of Chinese-built critical energy infrastructure components due to concerns about cybersecurity.[[11]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/#_ftn11) Interestingly, Jiangsu Huapeng “boasted that it supported 10 percent of New York City’s electricity load.”[[12]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/#_ftn12)

Franklin Kramer, the former Assistant Secretary of Defense for International Security Affairs, testified before a U.S. House of Representatives Energy and Commerce subcommittee during an energy and power hearing in 2011 and said that a “highly-coordinated and structured cyber, physical, or blended attack on the bulk power system, however, could result in long-term (irreparable) damage to key system components in multiple simultaneous or near-simultaneous strikes.” He added that “an outage could result with the potential to affect a wide geographic area and cause large population centers to lose power for extended periods.”[[13]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/#_ftn13) Even the inclusion of features such as smart grids to the overall grid structure poses new vulnerabilities through their connectivity. Kramer stated that “such connectivity means that the distribution system could be a key vector for a national security attack on the grid.”[[14]](https://www.hstoday.us/subject-matter-areas/infrastructure-security/perspective-cyber-and-physical-threats-to-the-u-s-power-grid-and-keeping-the-lights-on/#_ftn14)

#### Those attacks cause accidental nuclear escalation.

Klare 19, \*Michael T. Klare is a professor emeritus of peace and world security studies at Hampshire College and senior visiting fellow at the Arms Control Association; (November 19th, “Cyber Battles, Nuclear Outcomes? Dangerous New Pathways to Escalation”, https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation)

Yet another pathway to escalation could arise from a cascading series of cyberstrikes and counterstrikes against vital national infrastructure rather than on military targets. All major powers, along with Iran and North Korea, have developed and deployed cyberweapons designed to disrupt and destroy major elements of an adversary’s key economic systems, such as power grids, financial systems, and transportation networks. As noted, Russia has infiltrated the U.S. electrical grid, and it is widely believed that the United States has done the same in Russia.[12](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote12) The Pentagon has also devised a plan known as “Nitro Zeus,” intended to immobilize the entire Iranian economy and so force it to capitulate to U.S. demands or, if that approach failed, to pave the way for a crippling air and missile attack.[13](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote12)

The danger here is that economic attacks of this sort, if undertaken during a period of tension and crisis, could lead to an escalating series of tit-for-tat attacks against ever more vital elements of an adversary’s critical infrastructure, producing widespread chaos and harm and eventually leading one side to initiate kinetic attacks on critical military targets, risking the slippery slope to nuclear conflict. For example, a Russian cyberattack on the U.S. power grid could trigger U.S. attacks on Russian energy and financial systems, causing widespread disorder in both countries and generating an impulse for even more devastating attacks. At some point, such attacks “could lead to major conflict and possibly nuclear war.”[14](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote14)

These are by no means the only pathways to escalation resulting from the offensive use of cyberweapons. Others include efforts by third parties, such as proxy states or terrorist organizations, to provoke a global nuclear crisis by causing early-warning systems to generate false readings (“spoofing”) of missile launches. Yet, they do provide a clear indication of the severity of the threat. As states’ reliance on cyberspace grows and cyberweapons become more powerful, the dangers of unintended or accidental escalation can only grow more severe.

#### Cyber-compromised NC3 causes nuclear war.

Klare 19, \*Michael T. Klare is a professor emeritus of peace and world security studies at Hampshire College and senior visiting fellow at the Arms Control Association; (November 19th, “Cyber Battles, Nuclear Outcomes? Dangerous New Pathways to Escalation”, <https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation>)

The Nuclear-Cyber Connection

These links exist because the NC3 systems of the United States and other nuclear-armed states are heavily dependent on computers and other digital processors for virtually every aspect of their operation and because those systems are highly vulnerable to cyberattack. Every nuclear force is composed, most basically, of weapons, early-warning radars, launch facilities, and the top officials, usually presidents or prime ministers, empowered to initiate a nuclear exchange. Connecting them all, however, is an extended network of communications and data-processing systems, all reliant on cyberspace. Warning systems, ground- and space-based, must constantly watch for and analyze possible enemy missile launches. Data on actual threats must rapidly be communicated to decision-makers, who must then weigh possible responses and communicate chosen outcomes to launch facilities, which in turn must provide attack vectors to delivery systems. All of this involves operations in cyberspace, and it is in this domain that great power rivals seek vulnerabilities to exploit in a constant struggle for advantage.

The use of cyberspace to gain an advantage over adversaries takes many forms and is not always aimed at nuclear systems. China has been accused of engaging in widespread cyberespionage to steal technical secrets from U.S. firms for economic and military advantages. Russia has been accused, most extensively in the Robert Mueller report, of exploiting cyberspace to interfere in the 2016 U.S. presidential election. Nonstate actors, including terrorist groups such as al Qaeda and the Islamic State group, have used the internet for recruiting combatants and spreading fear. Criminal groups, including some thought to be allied with state actors, such as North Korea, have used cyberspace to extort money from banks, municipalities, and individuals.[4](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote04) Attacks such as these occupy most of the time and attention of civilian and military cybersecurity organizations that attempt to thwart such attacks. Yet for those who worry about strategic stability and the risks of nuclear escalation, it is the threat of cyberattacks on NC3 systems that provokes the greatest concern.

This concern stems from the fact that, despite the immense effort devoted to protecting NC3 systems from cyberattack, no enterprise that relies so extensively on computers and cyberspace can be made 100 percent invulnerable to attack. This is so because such systems employ many devices and operating systems of various origins and vintages, most incorporating numerous software updates and “patches” over time, offering multiple vectors for attack. Electronic components can also be modified by hostile actors during production, transit, or insertion; and the whole system itself is dependent to a considerable degree on the electrical grid, which itself is vulnerable to cyberattack and is far less protected. Experienced “cyberwarriors” of every major power have been working for years to probe for weaknesses in these systems and in many cases have devised cyberweapons, typically, malicious software (malware) and computer viruses, to exploit those weaknesses for military advantage.[5](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote05)

Although activity in cyberspace is much more difficult to detect and track than conventional military operations, enough information has become public to indicate that the major nuclear powers, notably China, Russia, and the United States, along with such secondary powers as Iran and North Korea, have established extensive cyberwarfare capabilities and engage in offensive cyberoperations on a regular basis, often aimed at critical military infrastructure. “Cyberspace is a contested environment where we are in constant contact with adversaries,” General Paul M. Nakasone, commander of the U.S. Cyber Command (Cybercom), told the Senate Armed Services Committee in February 2019. “We see near-peer competitors [China and Russia] conducting sustained campaigns below the level of armed conflict to erode American strength and gain strategic advantage.”

Although eager to speak of adversary threats to U.S. interests, Nakasone was noticeably but not surprisingly reluctant to say much about U.S. offensive operations in cyberspace. He acknowledged, however, that Cybercom took such action to disrupt possible Russian interference in the 2018 midterm elections. “We created a persistent presence in cyberspace to monitor adversary actions and crafted tools and tactics to frustrate their efforts,” he testified in February. According to press accounts, this included a cyberattack aimed at paralyzing the Internet Research Agency, a “troll farm” in St. Petersburg said to have been deeply involved in generating disruptive propaganda during the 2016 presidential elections.[6](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote06)

Other press investigations have disclosed two other offensive operations undertaken by the United States. One called “Olympic Games” was intended to disrupt Iran’s drive to increase its uranium-enrichment capacity by sabotaging the centrifuges used in the process by infecting them with the so-called Stuxnet virus. Another left of launch effort was intended to cause malfunctions in North Korean missile tests.[7](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote07) Although not aimed at either of the U.S. principal nuclear adversaries, those two attacks demonstrated a willingness and capacity to conduct cyberattacks on the nuclear infrastructure of other states.

Efforts by strategic rivals of the United States to infiltrate and eventually degrade U.S. nuclear infrastructure are far less documented but thought to be no less prevalent. Russia, for example, is believed to have planted malware in the U.S. electrical utility grid, possibly with the intent of cutting off the flow of electricity to critical NC3 facilities in the event of a major crisis.[8](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote08) Indeed, every major power, including the United States, is believed to have crafted cyberweapons aimed at critical NC3 components and to have implanted malware in enemy systems for potential use in some future confrontation.

Pathways to Escalation

Knowing that the NC3 systems of the major powers are constantly being probed for weaknesses and probably infested with malware designed to be activated in a crisis, what does this say about the risks of escalation from a nonkinetic battle, that is, one fought without traditional weaponry, to a kinetic one, at first using conventional weapons and then, potentially, nuclear ones? None of this can be predicted in advance, but those analysts who have studied the subject worry about the emergence of dangerous new pathways for escalation. Indeed, several such scenarios have been identified.[9](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote09)

The first and possibly most dangerous path to escalation would arise from the early use of cyberweapons in a great power crisis to ~~paralyze~~ undermine the vital command, control, and communications capabilities of an adversary, many of which serve nuclear and conventional forces. In the “fog of war” that would naturally ensue from such an encounter, the recipient of such an attack might fear more punishing follow-up kinetic attacks, possibly including the use of nuclear weapons, and, fearing the loss of its own arsenal, launch its weapons immediately. This might occur, for example, in a confrontation between NATO and Russian forces in east and central Europe or between U.S. and Chinese forces in the Asia-Pacific region.

Speaking of a possible confrontation in Europe, for example, James N. Miller Jr. and Richard Fontaine wrote that “both sides would have overwhelming incentives to go early with offensive cyber and counter-space capabilities to negate the other side’s military capabilities or advantages.” If these early attacks succeeded, “it could result in huge military and coercive advantage for the attacker.” This might induce the recipient of such attacks to back down, affording its rival a major victory at very low cost. Alternatively, however, the recipient might view the attacks on its critical command, control, and communications infrastructure as the prelude to a full-scale attack aimed at neutralizing its nuclear capabilities and choose to strike first. “It is worth considering,” Miller and Fontaine concluded, “how even a very limited attack or incident could set both sides on a slippery slope to rapid escalation.”[10](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote10)

What makes the insertion of latent malware in an adversary’s NC3 systems so dangerous is that it may not even need to be activated to increase the risk of nuclear escalation. If a nuclear-armed state comes to believe that its critical systems are infested with enemy malware, its leaders might not trust the information provided by its early-warning systems in a crisis and might misconstrue the nature of an enemy attack, leading them to overreact and possibly launch their nuclear weapons out of fear they are at risk of a preemptive strike.

“The uncertainty caused by the unique character of a cyber threat could jeopardize the credibility of the nuclear deterrent and undermine strategic stability in ways that advances in nuclear and conventional weapons do not,” Page O. Stoutland and Samantha Pitts-Kiefer wrote in 2018 paper for the Nuclear Threat Initiative. “[T]he introduction of a flaw or malicious code into nuclear weapons through the supply chain that compromises the effectiveness of those weapons could lead to a lack of confidence in the nuclear deterrent,” undermining strategic stability.[11](https://www.armscontrol.org/act/2019-11/features/cyber-battles-nuclear-outcomes-dangerous-new-pathways-escalation#endnote11) Without confidence in the reliability of its nuclear weapons infrastructure, a nuclear-armed state may misinterpret confusing signals from its early-warning systems and, fearing the worst, launch its own nuclear weapons rather than lose them to an enemy’s first strike. This makes the scenario proffered in the 2018 NPR report, of a nuclear response to an enemy cyberattack, that much more alarming.

# 2AC---Round 1

## ADV---Innovation

### AT: Link---Reverse Hold-up

#### Reverse hold-up is wrong---FRAND enjoys excessive participation despite being voluntary, and it’s not a winning strategy.

Kattan et al. 14, \*Joseph Kattan and Chris Wood are partners in the Antitrust and Trade Regulation practice of Gibson, Dunn & Crutcher LLP; (2014, “Standard-Essential Patents and the Problem of Hold-Up”, <http://awa2014.concurrences.com/IMG/pdf/standard_essential_patent_kattan-wood.pdf>)

Just as significantly, this critique ignores the options that are available to patent holders at the time of the hypothetical ex ante negotiation. They have the full ability to refrain from making a FRAND commitment and avoid the constraints that it imposes should their patents find a commercial use.69 But companies make FRAND commitments despite the constraints that these commitments impose because doing so enables them to influence the selection of technologies that standards incorporate and thereby gain a valuable guarantee that every standard implementer will need to license their patents. To take the Wi-Fi standard as an example, the Wi-Fi Alliance estimates that 1.1 billion Wi-Fi 802.11 devices were sold worldwide in 2011, and this number is expected to double by 2015.70 To give a sense of the impact of such a guaranteed market of licensees, a royalty of just one tenth of a cent on a billion devices will generate $1 million in revenues annually. It appears that the critics’ position is that SEP holders should be entitled to both the guarantee of a large market of locked-in standard implementers and a royalty rate reflecting the inability of locked-in implementers to switch to alternative technologies that existed prior to adoption of the standard. The view that royalty rates should be defined by the ex post actions of implementers, rather than with reference to the ex ante bargain entered into by the SEP holder, essentially amounts to a justification of post-contractual opportunism.

Moreover, the “reverse hold-up” argument implies that SEP holders are being systematically undercompensated by FRAND royalties. If that were the case, one would expect to see the withdrawal of significant technology developers from participation in cooperative standard- setting. The voluntary nature of the FRAND commitment means that patent holders may dynamically evaluate the benefits and disadvantages of participating in standard-setting to maximize their overall return on their IP portfolio. At least to date, however, there is no evidence of such withdrawal.

Finally, the assumption that potential licensees will view infringement as a cost-free strategy seems not well-founded. A hold-out strategy by implementers would be imprudent because the standard implementer ultimately would both have to pay a reasonable royalty and incur the high costs of patent litigation if the SEP is proven to be valid and infringed (and outside the United States it would have to pay the winning plaintiff’s legal fees and costs as well).

## ADV---Cybersecurity

## T---Exemptions

### 2AC---Exemptions

#### Counter-interpretation---scope is room for activities---the plan expands it by including un-FRAND-ly restrictions.

Levin 2 (LEVIN, United States Magistrate Judge. MEMORANDUM OPINION AND ORDER in Dabertin v. HCR Manor Care, Inc., 235 F. Supp. 2d 853 (N.D. Ill. 2002). Google scholar caselaw. Date accessed 7/21/21).

Dabertin asserts that HCR Manor Care's "scope" rationale ignores the significant 864\*864 changes that occurred in her job involving her "space or opportunity for unhampered activity," "extent of activity or influence," or "range of operation," which are the ordinary meanings of the term "scope" (see Webster's New Collegiate Dictionary (1977), at 1035). (Pl.'s Reply at 1.) In addition, Dabertin contends that HCR Manor Care's "scope" rationale nullifies the reasonable expectations of Plan participants who relied on the ordinary, popular meaning of Article 1.8(i)'s language. (Id.)

#### Expand includes clarification, not amendment.

Washington Court of Appeals 4 (HOUGHTON, J. Opinion in State v. Cannon, 84 P. 3d 283 - Wash: Court of Appeals, 2nd Div. 2004. Google scholar caselaw. Date accessed 7/12/21).

In 2002, the House and Senate introduced two identical bills, House Bill 1512 and Senate Bill 6346, to alter the definition of "photograph." The Final Bill Report on House Bill 1512 states, "The term `photograph' in the child pornography statutes is expanded to include digital images and both tangible and intangible items." H.B. REP. on HB 1512, 57th Leg., Reg. Sess. (Wash.2002). Cannon argues that by using the word "expand," the Legislature indicates that it amended rather than clarified the statute. We disagree.

## CP---States

### 2AC---Preemption

#### The Ninth Circuit imposed court-order limitations on antitrust law to preserve its balance with patent law.

Martino et al. 20, \*[Matthew M. Martino](https://www.skadden.com/professionals/m/martino-matthew-m) [Tara L. Reinhart](https://www.skadden.com/professionals/r/reinhart-tara-l) [Steven C. Sunshine](https://www.skadden.com/professionals/s/sunshine-steven-c) [Julia K. York](https://www.skadden.com/professionals/y/york-julia-k), works with clients at Skadden, Arps, Slate, Meagher & Flom LLP; (August 14th, 2020, “Ninth Circuit Strikes Down Sweeping Injunction Against Qualcomm and Reins In Expansive Interpretation of Sherman Act”, https://www.skadden.com/insights/publications/2020/08/ninth-circuit-strikes-down-sweeping-injunction)

In its highly anticipated decision, the Ninth Circuit panel unanimously rejected the lower court’s reasoning, vacating the judgment and reversing the worldwide injunction against Qualcomm. The panel concluded that the district court had erroneously imposed the antitrust duty to deal on Qualcomm, had impermissibly looked outside the relevant antitrust market in order to infer an anticompetitive act and had relied on outdated evidence of agreements that were terminated before the suit was filed to justify a broad, forward-looking global injunction. The Ninth Circuit further rejected the argument that a SEP holder’s violation of FRAND commitments could independently create antitrust liability, instead pointing to patent and contract law as sources for potential remedies. The decision reflects a considered effort to rei

n in the district court’s expansive interpretation of general antitrust principles and their specific application to SEP holders, as well as recognition that the antitrust laws aim to preserve companies’ incentives to innovate and compete. Recognizing that while “[a]nticompetitive behavior is illegal under federal antitrust law[,]” the panel was adamant that “[h]ypercompetitive behavior is not.”[7](https://www.skadden.com/insights/publications/2020/08/ninth-circuit-strikes-down-sweeping-injunction" \l "ftn7)

Rejection of District Court’s Expansive Interpretation of Antitrust Laws

The Ninth Circuit decision contains several notable conclusions regarding the scope of Section 2 of the Sherman Act and what constitutes cognizable antitrust harm.

#### State efforts to impose greater antitrust liability than established by federal courts will be preempted to protect that balance.

Samp 14, \*Richard A. Samp is the chief counsel for Washington Legal Foundation (WLF), a non-profit, public interest law firm in Washington, D.C. WLF filed an amicus brief in support of Love Terminal Partners. (2014, “The Role of State Antitrust Law in the Aftermath of Actavis”, https://scholarship.law.umn.edu/cgi/viewcontent.cgi?article=1062&context=mjlst)

V. ACTAVIS’S PREEMPTIVE EFFECT

Application of state antitrust law to reverse payment settlements is not merely a hypothetical possibility. There are a fair number of pending lawsuits that challenge reverse payment settlements on state-law grounds. The California Supreme Court has agreed to review one such suit.74 In seeking affirmance of the appeals court’s dismissal of the suit, the defendants argue inter alia that the suit is preempted by federal law.75

As noted above, there is precedent for a finding that state antitrust law is preempted to the extent that it conflicts with the policy underlying a federal statute.76 Moreover, in the context of patent law, federal courts have not hesitated to preempt state laws that the courts deem to stand as an obstacle to accomplishing Congress’s objectives (i.e., encouraging efforts to develop new and useful products).77 To the extent that any portions of Actavis’s holding can be deemed to reflect the Court’s perception of Congress’s new-product-development objectives, a state law is preempted if it is inconsistent with that holding and seeks to impose a greater degree of antitrust liability on the parties to a reverse payment settlement.

Actavis’s treatment of settlements involving a compromise entry date appears to meet that description. Actavis held that federal antitrust liability could not arise from a settlement in which the generic manufacturer agrees not compete for a number of years and in return is rewarded with an exclusive license to market its product several years in advance of the patent’s expiration date.78 Accordingly, states are not permitted to impose antitrust liability under similar circumstances because doing so would upset the balance that, according to Actavis, Congress sought to achieve between antitrust and patent law.

Other issues left open by Actavis are likely to be answered in the years ahead. For example, the Supreme Court did not specify whether noncash benefits received by a generic manufacturer in connection with a patent settlement can ever serve as the basis for federal antitrust liability. If the Supreme Court eventually answers that question by stating: “No, federal antitrust law will not examine settlement benefits other than cash that flow to the infringing party,” then it is likely that state antitrust law would be required to conform to that rule. The potential grounds for such a ruling (a desire both to promote settlement of patent disputes and to uphold reliance interests in existing patents) are based largely on values embedded in federal patent law.

There is little reason to believe, however, that the Court would prevent application of state antitrust law to patent settlement agreements where state law is fully consistent with federal antitrust law. Even in areas subject to extensive federal regulation, the Supreme Court has upheld the authority of states to engage in parallel regulation that is not inconsistent with the federal regulation.79 Unless the Court were to determine, as in Connell,80 that states could not be trusted to properly accommodate the objectives of the federal statute at issue (here, federal patent law), there is no reason to conclude that Congress would not have wanted states to be permitted to police the same sorts of anticompetitive conduct that is policed by federal antitrust law. Moreover, states are likely free to impose greater penalties on the proscribed conduct than is available under federal law. As the Court explained in California v. ARC America Corp., state antitrust law is not required to adhere to the same set of sanctions imposed by federal antitrust law.81

It seems reasonably clear, however, that Actavis prohibits states from adopting the procedural devices rejected by the U.S. Supreme Court—either a per se condemnation of reverse payment settlements or a presumption of illegality accompanied by “quick look” review. The Supreme Court rejected those approaches because it determined that in many cases there might well be pro-competitive economic justifications for reverse payment settlements and that presuming their illegality could result in the suppression of economically useful conduct.82 State antitrust laws that adopted the FTC’s proposed presumption of illegality would be subject to similar criticism, and thus would likely be impliedly preempted as inconsistent with the careful balance between antitrust and patent law established by Actavis.

CONCLUSION

Because Actavis left so many questions unanswered regarding the application of federal antitrust law to patent settlement agreements, the extent to which federal law preempts the application of state antitrust law to such agreements remains similarly unsettled. One can be reasonably confident that if private plaintiffs become dissatisfied with the results of pending litigation under federal antitrust law, they will turn with increasing frequency to state antitrust law as an alternative remedy. Even if state law ends up doing no more than “parallel” federal antitrust law, defendants are likely to incur substantial litigation costs fending off such state claims in the years to come.

## CP---Core PIC

### 2AC---Perm Do Both

#### Permutation do both---concurrent enforcement by both antitrust and regulatory agencies solves the tradeoff link.

Varney et al. 20, \*Christine A Varney, Julie A North and Margaret Segall D’Amico are partners, and Molly M Jamison is an associate, at Cravath, Swaine & Moore LLP; (October 22nd, 2020, “Antitrust Remedies in Highly Regulated Industries”, https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-059)

Balancing remedies with regulation

As discussed above, there is a wide range of approaches for merger review between antitrust authorities and specialised regulatory agencies. Given the range of different approaches, it is difficult to make generalisations across either agencies or industries. What is clear is that there are certain strengths and weaknesses to a dual merger review and remedy approach. On the one hand, the dual review system has been criticised for its purported inefficiency and added costs of concurrent reviews by two agencies.[[84]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-007) On the other hand, others have touted the importance of consistent antitrust review[[85]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-006) and the avoidance of agency capture that a dual review system can accomplish. So how should antitrust authorities approach mergers in highly regulated industries? Should Congress do away with dual review and grant exclusive merger review jurisdiction to the DOJ or FTC? Or should the regulatory agencies be responsible for merger review and remedies in their areas of expertise? A review of past practices suggests that there is not a single right answer to these questions. However, in the current landscape there are considerations that could mediate some concerns about inefficiency and cost.

First, coordination between the relevant antitrust authority and regulatory agency can facilitate consistent outcomes and ensure that the appropriate remedies are ordered. The most common critique of having both antitrust and regulatory review of mergers is inefficiency. Having two federal agencies both expend time and resources reviewing mergers and imposing remedies is expensive for both taxpayers and the merging entities, and extends the time required to review transactions. Conflicting decisions – where one agency may approve a transaction while the other challenges it – also add to the risk of inefficiency. Better coordination and cooperation can mediate these concerns to an extent.[[86]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-005) As the American Antitrust Institute identified, increased cooperation should be a ‘high priority’, particularly in industries transitioning from regulated to a more competitive free market.[[87]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-004)

Second, antitrust authorities should continue to use regulatory agencies’ strengths to the fullest extent possible to construct appropriate remedies. Regulatory agencies have expert knowledge of the industry and often have access to far more information on the market than the DOJ or FTC would be able to gather on their own. The DOJ and FTC have to rely on receiving information from parties, competitors and customers in the market. Such information is often limited in scope and time period. By contrast, regulatory agencies, such as the FCC and Federal Reserve, have access to information on the market spanning decades and are better able to access necessary information that can save antitrust authorities time and cost. Moreover, regulatory agencies already have the ability to monitor and oversee industry actors. Reliance on the regulatory agencies’ ability to monitor could resolve the frequent concerns about imposing conduct remedies and the use of long-term consent decrees.[[88]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-003) The ability to impose effective conduct remedies may reduce the DOJ and FTC’s reliance on the one-time fix of a structural remedy and open the possibility of more tailored remedies.[[89]](https://globalcompetitionreview.com/guide/the-guide-merger-remedies/third-edition/article/antitrust-remedies-in-highly-regulated-industries#footnote-002)

### 2AC---Perm Do CP

#### Permutation do the counterplan:

#### 1---regulations expands the scope of core antitrust laws by increasing prohibitions.

Bradford and Chilton 18 (Anu Bradford, Henry L. Moses Professor of Law and International Organization, Columbia Law School. Adam S. Chilton, Assistant Professor of Law and Walter Mander Research Scholar @ the University of Chicago. “Competition Law Around the World from 1889 to 2010: The Competition Law Index” , Columbia Law School Scholarship Archive Faculty Scholarship, <https://scholarship.law.columbia.edu/cgi/viewcontent.cgi?article=3519&context=faculty_scholarship> , 2018, date accessed 9/5/21)

The Scope Index is the closest to the CLI in that it also measures the law in the books, treating prohibitions as elements that increase the scope (or stringency) of the law and defenses as elements that reduce the scope (or stringency) of the law. Basic categories in the Scope Index and our CLI are also the same, even if somewhat differently labeled. For example, we refer to “anticompetitive agreements” where the Scope Index refers to “restrictive trade practices.”

#### 2---they’ve copy-pasted the plan text, which collapses all antitrust-regulation distinctions, because the counterplan is ex-post and incorporates competition analysis.

### 2AC---Deficit---Deterrence

#### Deterrence deficit---regulations can’t deter anticompetitive conduct.

Dogan 08, \*Stacey L. Dogan, Professor of Law, Northeastern University; \*Mark Lemley, William H. Neukom Professor, Stanford Law School; of counsel, Keker & Van Nest LLP; (October 2008, “Antitrust Law and Regulatory Gaming”, https://scholarship.law.bu.edu/cgi/viewcontent.cgi?article=1873&context=faculty\_scholarship)

Our goal in this paper is not to persuade the reader that these particular examples of regulatory gaming violate the antitrust laws (though we think they do) or that other examples, such as regulatory price squeezes, do not violate the antitrust laws. Rather, our point is that whether or not particular acts of regulatory gaming harm competition is and should be an antitrust question, not merely one that involves interpreting statutes or agency regulations. Regulatory agencies and even Congress cannot prevent gaming ex ante. Experience with the pharmaceutical industry suggests that if Congress acts to squelch one form of gaming, companies will find other ways to game the system. And even if Congress or the regulating body can surgically fix a particular type of exclusionary behavior, such an ex post response (unlike the threat of antitrust treble damages) does nothing to compensate for past harm or to deter future gaming behavior. Some level of antitrust enforcement – with appropriate deference to firm decisions about product design and affirmative regulatory decisions that affect market conditions – provides a necessary check on behavior, such as product hopping, that has no purpose but to exclude competition.

#### Deterrence matters---SEP holders will remain opportunistic absent the threat of antitrust.

Tsilikas 17, \*Haris Tsilikas is an IP and Antitrust Consultant, a Doctoral Candidate and Visiting Research Fellow at the Max Planck Institute for Innovation and Competition, Munich; (2017, Antitrust Enforcement and Standard Essential Patents: Moving beyond the FRAND Commitment”, https://www.jstor.org/stable/pdf/j.ctv941t01.9.pdf?refreqid=excelsior%3A92dc720d1ebc7088811b40032a60f575)

Antitrust could play a meaningful role.165 The most important contribution of antitrust enforcement against abuses of SEPs is its deterrent effect.166 Although patent law reforms or contractual binding of subsequent SEPs-holders to FRAND licensing would provide to victims of hold-up useful defences in court, they do not sufficiently deter abusive assertion of SEPs in the first place. For instance, the contractual binding to FRAND could raise counterclaims of breach of contract or/and contractual performance; however, the opportunistic SEP-holder will, in case it loses on such grounds, be left no worse than with a licence on FRAND terms. In the end, a patent hold-up is indeed precluded, but contractual constraints can do little to prevent opportunistic assertion of SEPs in the first place. The victims still suffer the costs of uncertain and resource-draining litigation; most importantly, the reliability of the standards-setting process might still be at risk.

Antitrust enforcement on the other hand, in imposing tortfeasors positive monetary losses in the form of fines, alters the profit-cost calculus of opportunistic behaviour in the first place; opportunistic assertion of SEPs will come at a cost. Of course, a too-heavy-handed approach could have a chilling effect on legitimate patent assertions against implementers that are reluctant to pay FRAND royalties, thus leading to false positives. Antitrust enforcement should carefully examine the specificities of each case, such as the particular PAE conduct, the relationship between PAEs and practicing entities, the structure of downstream markets.167 More importantly, an economically informed antitrust analysis focusing on the actual and potential anticompetitive effects of opportunistic SEPs assertion should prohibit behaviour that is truly harmful to consumers. Safeguarding the inclusive and efficient character of the standards-setting process is a competition law problem. Informed antitrust analysis could provide adequate responses to opportunistic PAE behaviour and privateering.

## DA---Politics

### 2AC---Link

#### Their link ev says plan is bipart.

1NC Ghaffary 20 [KU=yellow] [Shirin Ghaffary, "Republicans showed why Congress won’t regulate the internet", 7/29/20, https://www.vox.com/recode/2020/7/29/21347128/big-tech-antitrust-hearing-facebook-zuckerberg-amazon-bezos-apple-cook-google-pichai]

Allegations that social media platforms have an anti-conservative bias has for years been a rallying cry of President Trump and the Republican party. And leading up to Wednesday, Republicans attacked the focus of the Democrat-run House Judiciary subcommittee hearing — calling on it to focus more on anti-conservative bias and for Twitter CEO Jack Dorsey to appear. Twitter is a small company compared to, say, Facebook, but it has recently taken measures to moderate President Trump’s posts for violating policies around misinformation and hate speech, enraging Republicans.

Democrats, meanwhile, tried to steer the conversation back to issues more directly relevant to antitrust, like if and how these companies intimidate their competition, such as when Facebook acquired its then-rival Instagram in 2012; or whether these companies exploit their users’ privacy, like how Google tracks individuals’ online browsing across the web with cookies; or if Apple is shutting out its competitors by taking an unreasonable cut of profits coming in from independent app developers in its App Store.

What really matters here is whether these companies’ business practices are ultimately harming consumers, most of whom have no choice but to use Big Tech in one way or another if they want to do basic things online like search the web, order goods, or stay in touch with their friends.

In an earlier era, Republicans and Democrats on the committee might have come together to try to focus on what’s been seen as an area of relative bipartisan agreement: protecting the free market. That didn’t happen at today’s hearing. Instead, it was a display of partisan divides.

### 2AC---NL---Courts

#### 2---court action flies under the radar.

Lohier 16 - judge on the United States Court of Appeals for the Second Circuit and formerly an Assistant United States Attorney for the Southern District of New York (Raymond, “THE COURT OF APPEALS AS THE MIDDLE CHILD,” *Fordham Law Review*, Lexis)

In the meantime, almost all of the work of our circuit courts is off the congressional radar. Circuit opinions, with or without the intercession of the Supreme Court, so rarely prompt a ripple in Congress that it becomes memorable when they do. The few ripples more often arise in cases involving issues of national security. A recent example was our decision in ACLU v. Clapper,25 which stirred a vigorous debate in Congress in 2015 when we held that the text of section 215 of the USA PATRIOT Act did not plainly authorize the systematic bulk collection of domestic phone records by the National Security Agency.26 Even more recently, Senator Orrin Hatch of Utah cited our court’s decision in Microsoft Corp. v. United States,27 in which we held that the Electronic Communications Privacy Act (ECPA) did not authorize the government to obtain electronic communications stored outside the United States.28 Senator Hatch and other members of Congress pointed to both the majority opinion and a concurring opinion in that case to ask the Department of Justice to work with Congress on fixing the ECPA.29 On extremely rare occasions, specific congressional involvement arises in the context of a discrete case, as when individual Senators or Representatives seek to influence how we decide important legal issues, such as the indefinite detention provisions of the National Defense Authorization Act for Fiscal Year 2012, by submitting amicus briefs pressing their points of view.30 There also are continuing efforts to get Congress’s attention on broader issues of statutory language. Fairly recently, for example, the Judicial Conference of the United States sought to revitalize and readvertise an excellent project to promote communications between federal courts of appeals and Congress.31 Under the project, “courts of appeals identify opinions that point out possible technical problems in statutes [such as ambiguities and gaps] and send those opinions to Congress for its information and whatever action it wishes to take.”32 Yet, for whatever reason, only three opinions were submitted to Congress under this project in 2015 and only fifty-two altogether have been submitted since 2007.33 Of course, other ways to solicit legislative attention exist short of using this formal mechanism. An opinion that cries for congressional action or decries congressional inaction is one example. But, as I explain later, that opinion is apt to be ignored by Congress if it comes from a circuit court, rather than even a lone dissenter on the Supreme Court.

### 2AC---NL---Plan Bipartisan

#### Even then, plan is bipartisan.

Contreras 18, \*Jorge L. Contreras teaches in the areas of intellectual property law, property law and genetics and the law at the University of Utah. He has recently been named one of the University of Utah's Presidential Scholars, and won the 2018-19 Faculty Scholarship Award from the S.J. Quinney College of Law. Professor Contreras has previously served on the law faculties of American University Washington College of Law and Washington University in St. Louis, and was a partner at the international law firm Wilmer Cutler Pickering Hale and Dorr LLP, where he practiced transactional and intellectual property law in Boston, London and Washington DC; (August 2018, “Taking it to the Limit: Shifting U.S. Antitrust Policy Toward Standards Development”, https://dc.law.utah.edu/cgi/viewcontent.cgi?article=1114&context=scholarship)

This being said, antitrust policy regarding standard-setting, and hold-up in particular, did not previously appear to run along party lines. In fact, many key DOJ position statements regarding hold-up, including those expressed in its 2006 and 2007 business review letters to VITA and IEEE, respectively, and the 2007 report on antitrust and IP that it produced jointly with the FTC, were developed during the Republican George W. Bush Administration. Each of these documents acknowledged the existence and potential anticompetitive effects of hold-up. At least in this area, the Obama DOJ did not appear to deviate significantly from the policies of prior administrations. As observed by FTC Commissioner Terrell McSweeny, the FTC and prior DOJ approach to combatting hold-up were based on “15 years of scholarship and bipartisan study” and should not lightly be discarded.37

## DA---Business Confidence

### 2AC---AT: Business Confidence DA---TL

#### M and A’s

Feiner 1-18-2022 (Lauren, “FTC, DOJ seek to rewrite merger guidelines, signaling a tougher look at large deals,” <https://www.cnbc.com/2022/01/18/ftc-doj-seek-to-rewrite-merger-guidelines.html>)

The Federal Trade Commission and Department of Justice Antitrust Division kicked off a process to rewrite merger guidelines for businesses on Tuesday, signaling a tougher stance toward large deals. The nation’s two federal antitrust enforcers announced they are seeking public comment on how to “modernize enforcement of the antitrust laws regarding mergers.” Their questions to the public shed light on where they may seek to strengthen the guidelines and in what areas they could take a more forceful approach to antitrust enforcement. That focus could suggest additional scrutiny for large deals in the future, especially big tech deals, which have already been the target of increased scrutiny over the past few years. Microsoft’s $68.7 billion deal to buy video game-maker Activision, announced earlier Tuesday, could be just one example of the type of transaction that will gain a closer look given its scope and industry. The agencies said they are “particularly interested” in learning about where the earlier guidelines “may underemphasize or neglect” important aspects of competition. They list labor market effects and elements of competition that aren’t tied to prices, like innovation and quality, as examples of such aspects. The request for comment contains an entire section of questions devoted to digital markets, asking whether the guidelines should differ in for such markets, how they should take into account the ways data can help firms amass power and how enforcers should assess two-sided markets, like when platforms serve both advertisers and consumers. During a press conference Tuesday, John Kwoka, chief economist to the FTC chair, said that several of the issues associated with digital markets like data aggregation were not “fully addressed” in the agency’s horizontal merger guidelines issued in 2010. A growing contingent of antitrust scholars, including progressive FTC Chair Lina Khan, have argued that enforcing antitrust laws in digital markets requires a different lens than what’s traditionally applied to deals and competitive conduct. That’s in part, they argue, because such businesses may be able to use data and network effects to concentrate their power and bar competition, even if prices for consumers appear low or even free in return. Enforcers have already been quick to review large tech deals by internet giants. The DOJ reportedly continued probing Google’s acquisition of Fitbit even after it closed last year, according to Reuters, and the agency also requested extra information about Salesforce’s deal for Slack before it closed in 2021. The FTC’s ongoing lawsuit against Facebook includes claims that it acquired Instagram and WhatsApp to illegally maintain its dominance in the personal social networking space, a claim Facebook-owner Meta has denied. Tuesday’s announcement follows the FTC’s vote last year to withdraw the joint agency vertical merger guidelines instated during the Trump administration. At the time, DOJ’s antitrust chief Jonathan Kanter had not yet been confirmed and the acting head of the division said the guidelines would remain in place, though the division would continue to collaborate with the FTC to assess their effectiveness. The two Republican FTC commissioners who voted against rescinding the guidelines lamented the uncertainty that pulling the guidelines could add to businesses seeking to merge. Now, with both Kanter and Khan in place, the agencies are embarking on a potential overhaul of existing guidelines for businesses seeking to close deals. It comes amid a surge in mergers that has overwhelmed the under-resourced agencies and led the FTC to take unusual steps, like warning some businesses that it will continue to look into their deals after the period of time the parties are required to wait to close. Kanter made clear that the two agencies are aligned in their approach.

#### Turn---antitrust intervention strengthens business confidence---no evidence supports the DA.

Cary et al. 11, \*Messrs. George Cary and Alex Sistla are members of the California and District of Columbia Bars. Mr. Mark Nelson is a member of the New York and District of Columbia Bars. Mr. Steven Kaiser is a member of the New Jersey and District of Columbia Bars; (2011, “THE CASE FOR ANTITRUST LAW TO POLICE THE PATENT HOLDUP PROBLEM INSTANDARD SETTING”, <https://www.clearygottlieb.com/~/media/organize-archive/cgsh/files/publication-pdfs/the-case-for-antitrust-law-to-police-the-patent-holdup-problem-in-the-standard-setting.pdf>)

Other commentators believe that there are strong policy arguments against employing antitrust law to police the conduct of SSOs because it will undermine the incentives of SSO participants to innovate. For example, David Teece and Edward Sherry have argued that “antitrust intervention” could “re-duce the clarity of [SSO] rules thereby making participation in SSOs more risky and reducing the willingness of firms with valuable IP (and which there-fore presumably have much to contribute to selecting the appropriate standard) to participate.”44 As a result, they contend that there is a “significant risk of slowing down the standards-setting process, thus delaying the adoption of new standards and new products made in accordance with those standards, to the detriment of consumers and of society generally.”45 In effect, Teece and Sherry’s concern is one of delay—antitrust enforcement could delay innovation. In a commentary accompanying Teece and Sherry’s article, Michael Carrier found their claims to be overstated because they failed to engage in any serious antitrust analysis.46 We agree. But more importantly, Teece and Sherry make empirical claims without any evidence. In particular, they do not even offer anecdotal evidence that firms are discouraged from participating in SSOs because of the prospect of antitrust enforcement. Indeed, the opposite could be equally argued: participation in SSOs would be discouraged to the extent that participants could not rely on the commitments of their fellow participants to disclose and abide by other commitments intended to preclude opportunism. Teece and Sherry’s argument sounds a familiar refrain against antitrust: antitrust enforcement discourages procompetitive behavior and therefore should be limited. The conclusion rings hollow without facts.

#### Monopoly pricing and selective licensing undermines investor certainty.

Actonline 20, the App Association represents more than 5,000 app companies and information technology firms across the mobile economy; (August 26th, 2020, “Save Our Standards: The Ninth Circuit Court of Appeals Reverses Decision in FTC v. Qualcomm”, <https://actonline.org/2020/08/26/save-our-standards-the-ninth-circuit-court-of-appeals-reverses-decision-in-ftc-v-qualcomm/>), ability edited

Moreover, the FRAND agreement is a critical tool used by standard setting organizations to ensure the process enhances competition and does not run afoul of antitrust laws. Generally, a collaboration between competitors to choose market winners or set prices raises significant questions for competition regulators. Royalty free and FRAND licensing requirements were created by standards bodies to avoid potential antitrust scrutiny by limiting the market power and the potential for abuse by those involved in developing a standard. This is why the American National Standards Institute (ANSI) will not accredit any standards developing organization (SDO) that does not require standard-essential patent holders to provide licensing terms at least as favorable as FRAND.

The most important beneficiary of open interoperability standards and FRAND licensing requirements are the entrepreneurs and small businesses that have long fueled America’s innovation engine. They don’t have giant patent portfolios, market power, or the resources to hire legions of lawyers and spend years battling SEP abusers in civil court. Without some level of certainty about their ability to obtain licenses—let alone what they may cost—entrepreneurs will have trouble justifying the pursuit of any innovation that uses a standard and will certainly struggle to raise money from investors for such innovation. And Qualcomm’s vague and toothless promise simply “not to sue” smaller companies and component makers is no substitute for a license.

The adoption of 5G technology is expected to open unprecedented opportunities for innovation and economic growth as we move toward a world where everything from cars to tractors to buildings will connect to wireless networks. At every stage of the information technology revolution, America has been the undisputed leader because of the unparalleled entrepreneurial innovation ecosystem that we have built. If 5G SEP holders are able to arbitrarily refuse licenses to smaller firms, it would ~~cripple~~ undermine America’s innovation ecosystem at the start of the next big wave of innovation. As economic tensions continue to rise with China, Chinese-based companies could use their 5G SEPs as international economic weapons to thwart U.S. competitors.

The 5G standard is supposed to be a platform for competition, innovation, and entrepreneurship, but if the Ninth Circuit decision is allowed to stand, it will become a chokepoint for snuffing out competitors and demanding monopoly rents. Open standards and FRAND licensing commitments are fundamental to competition in the modern economy, and the idea that they aren’t a subject for antitrust enforcement is patently absurd.

## DA---FTC

### 2AC---UQ

#### FTC is excessively devoting resources to enforcing patent holdup now.

Morris 9/17/21, \*Angela Morris, Deputy editor at IAM Media; (September 17th, 2021, “The FTC creates a potential new US headache for SEP owners”, https://www.iam-media.com/frandseps/the-ftc-creates-potential-new-us-headache-sep-owners)

SEP owners that may already be wary of potential Biden Administration regulatory changes now have a new threat to keep them up at night.

Over the summer the Federal Trade Commission [announced an expanded view](https://www.jdsupra.com/legalnews/the-ftc-expands-section-5-enforcement-7020931/) of its standalone enforcement authority to curb anti-competitive misconduct; and [now the agency has made it clear](https://www.ftc.gov/news-events/press-releases/2021/09/ftc-streamlines-investigations-in-eight-enforcement-areas) that priority targets include “abuse of intellectual property” and “monopolistic practices”.

The agency’s description of the “anticompetitive and deceptive conduct” it seeks to curtail in the technology sector most likely will encompass alleged misconduct by standards essential patent (SEP) owners and their commitments to licensing on FRAND terms, according to IP and antitrust attorney Tim Syrett.

“The FTC has previously conducted two investigations where it found that SEP holders seeking injunctions against licensees was anti-competitive and presented a threat to innovation,” Syrett, who is a partner in Wilmer Hale in Washington DC, explains via email. “That may be an area where the FTC wants to continue to devote resources and is certainly an area where there can be harm to competition because of the hold-up power of SEPs.”

He adds that investment-backed patent assertion entities and patent aggregation organisations may also have reason to fear ITC investigations.

“Investment-backed patent assertion entities can obscure information about who actually owns or has an interest in patents that can harm both licensing and litigation,” says Syrett. “Further, we have seen a concerning rise of patent assertions where the incentives of investors to obtain outsized returns from patents trump any reasonable valuation of the patents’ worth, which can harm competition in the licensing of patents.”

IP owners in the pharmaceutical, technology and gasoline refining industries should also take note of the development, since the commission indicated that it would investigate potential abuses of IP rights that create anti-competitive and deceptive conduct in those spaces.

Big Tech companies and other large businesses would be advised to pay attention as well, given that another stated FTC aim is to target alleged abuses of their market power that stop entrepreneurs from competing.

The two resolutions were among a group of eight that a divided commission passed this month on a 3-2 vote, as the agency seeks to handle increased workload from high merger filings. Both resolutions, effective for 10 years, direct the agency to use its compulsory processes to obtain documents and testimony through either demands or subpoenas to investigate allegations that would be a violation of Section 5 of the FTC Act.

### 2AC---Link Turn

#### Two link turns:

#### 1---private action---the plan buttresses private enforcement to remedy SSO patent holdup---that zeroes the link.

Speegle 12, \*Adam Speegle, J.D., (May 2012, “Antitrust Rulemaking as a Solution to Abuse on the Standard-Setting Process Setting Process”, <https://repository.law.umich.edu/cgi/viewcontent.cgi?article=1128&context=mlr>)

* Plan is not FTC activism
* Requiring SSO’s to administer rules lets the private sector self-manage
* No new staff/resources required
* No FTC monitoring required
* If the FTC does have to do anything, number of cases will be limited due to deterrence, which solves an excessive workload

This too is not fatal to the approach. The proposed rule uses a light touch in that it only buttresses rules established by SSOs. Because the rule would support actions by the private sector to manage their own activities rather than introducing additional agency oversight, Congress would be unlikely to react the way it did when the FTC's activism in the consumer protection arena evoked fears of excessive government intervention.

One final concern with the approach is that it will demand more of the FTC in a regulatory capacity than the FTC is capable of handling. For example, under any rule where the FTC would be called upon to enforce RAND terms, the FTC might fall into the role of license-rate regulator, determining which licensing fees are reasonable and which are unreasonable. But the FTC is a relatively small institution with limited resources.1 62 Some are concerned that under such a scenario the Commission would have to bring on new staff with expertise in the technology sector to monitor the reasonableness of licensing terms arising from SSO commitments.163

This concern is unlikely to be serious under the proposed formulation. As to the problem of determining "reasonableness," the FTC has already developed expertise in this area and, in fact, recently authored a report putting forth workable solutions to the problem of calculating "reasonableness" in the context of RAND commitments. 64 Further, the FTC would not need to establish itself as a monitoring body and would not incur the related costs of increases in staff and resources. Rather, enforcement of the proposed rule would operate similarly to the FTC's enforcement of its consumer protection rules. Under that regime, companies and individuals report fraudulent activity that violates one of the FTC's rules, which the Commission then investigates and, at its discretion, prosecutes. 16 Because the burden would be on the private sector to report in such a regime, the FTC would not need to monitor SSO activity. And as with consumer protection enforcement, a small number of decisive enforcement actions against abusive firms should act as a deterrent sufficient to decrease the FTC's litigation workload. 166 Thus, despite some legitimate concerns with the approach of enforcement by rule, those concerns are not fatal to the strategy. Moreover, the next Section demonstrates that there are also general benefits to enforcement by rule that weigh in favor of the approach.

#### Private enforcement supplants limited FTC resources.

Lacour 08, \*Justin Lacour, J.D. Candidate, June 2009, St. John's University School of Law; M.F.A., 2004,  
University of Massachusetts; B.A., 2001, University of Houston; (Summer 2008, “Unclear Repugnancy: Antitrust Immunity in Securities Markets After Credit Suisse Securities (USA) LLC v. Billing After Credit Suisse Securities (USA) LLC v. Billing”, <https://scholarship.law.stjohns.edu/cgi/viewcontent.cgi?article=1084&context=lawreview>)

This loss is of no small significance. The Supreme Court has recognized that Congress created treble damages remedies for antitrust violations to encourage private antitrust suits, since these private suits provide significant supplement to the limited resources available to government agencies for enforcing the antitrust laws. 248 The availability of treble damages encourages private antitrust litigants to act as "'private attorneys general'" by bringing actions against anticompetitive behavior that might otherwise escape the antitrust enforcement efforts of government agencies. 249 The supervision provided by a regulatory agency cannot control all of the activities of a regulated firm, and budgetary constraints may limit its effectiveness. 250 It is unlikely that the "overworked and understaffed" SEC would be able to prevent all antitrust violations within the securities markets. 25 1 In much recent securities law jurisprudence, courts have often chosen to defer to the SEC when possible, thus subjecting cases to "minimal judicial review." 252 Such deference to an agency, however, is only appropriate when the agency has superior resources or experience-otherwise, a court is the better vehicle for adjudication. 253 Furthermore, while a regulatory agency may be able to provide the equivalent of injunctive relief to aggrieved parties, the agency cannot provide private damages, and certainly not treble damages. 254 Thus, the "flexible arsenal of antitrust remedies"-injunction, private damages, and criminal sanctions-would be lost, replaced by cease and desist orders, rules, and fines, which do not benefit the aggrieved party. 255

#### 2---deterrence---the prospect of antitrust intervention deters violations.

Cheng 13, \*Thomas Cheng, B.A. (Yale), J.D. (Harvard), B.C.L. (Oxon); Attorney & Counsellor, New York State; Associate Professor, Faculty of Law, The University of Hong Kong; (2013, “Putting Innovation Incentives Back in the Patent-Antitrust Interface”, <https://scholarlycommons.law.northwestern.edu/cgi/viewcontent.cgi?article=1195&context=njtip>), ability edited

Imposing a duty to license on opportunistic patentees may solve this problem. If these patentees know that the courts may step in and mandate licensing at a reasonable royalty rate,214 they will be induced to enter into negotiations with follow-on innovators in good faith.215 The threat of compulsory licensing may become a default background legal rule against which negotiations between initial and follow-on innovators take place. The instances in which the courts need to intervene could be few.

## DA---Trade

### 2AC---AT Oppenheimer

#### Their impact evidence says nationalism corrupts interdependence towards war, and cites Drezner.

1NC Oppenheimer 21 [KU=yellow] [Dr. Michael F. Oppenheimer, Clinical Professor at the Center for Global Affairs at New York University, Senior Consulting Fellow for Scenario Planning at the International Institute for Strategic Studies, Former Executive Vice President at The Futures Group, Member of the Council on Foreign Relations, The Foreign Policy Roundtable at the Carnegie Council on Ethics and International Affairs, and The American Council on Germany, “The Turbulent Future of International Relations”, in The Future of Global Affairs: Managing Discontinuity, Disruption and Destruction, Ed. Ankersen and Sidhu, p. 23-30]

Four structural forces will shape the future of International Relations: globalization (but without liberal rules, institutions, and leadership)1; multipolarity (the end of American hegemony and wider distribution of power among states and non-states2); the strengthening of distinctive, national and subnational identities, as persistent cultural differences are accentuated by the disruptive effects of Western style globalization (what Samuel Huntington called the “non-westernization of IR”3); and secular economic stagnation, a product of longer term global decline in birth rates combined with aging populations.4 These structural forces do not determine everything. Environmental events, global health challenges, internal political developments, policy mistakes, technology breakthroughs or failures, will intersect with structure to define our future. But these four structural forces will impact the way states behave, in the capacity of great powers to manage their differences, and to act collectively to settle, rather than exploit, the inevitable shocks of the next decade.

Some of these structural forces could be managed to promote prosperity and avoid war. Multipolarity (inherently more prone to conflict than other configurations of power, given coordination problems)5 plus globalization can work in a world of prosperity, convergent values, and effective conflict management. The Congress of Vienna system achieved relative peace in Europe over a hundred-year period through informal cooperation among multiple states sharing a fear of populist revolution. It ended decisively in 1914. Contemporary neoliberal institutionalists, such as John Ikenberry, accept multipolarity as our likely future, but are confident that globalization with liberal characteristics can be sustained without American hegemony, arguing that liberal values and practices have been fully accepted by states, global institutions, and private actors as imperative for growth and political legitimacy.6 Divergent values plus multipolarity can work, though at significantly lower levels of economic growth-in an autarchic world of isolated units, a world envisioned by the advocates of decoupling, including the current American president. 7 Divergent values plus globalization can be managed by hegemonic power, exemplified by the decade of the 1990s, when the Washington Consensus, imposed by American leverage exerted through the IMF and other U.S. dominated institutions, overrode national differences, but with real costs to those states undergoing “structural adjustment programs,”8 and ultimately at the cost of global growth, as states—especially in Asia—increased their savings to self insure against future financial crises.9

But all four forces operating simultaneously will produce a future of increasing internal polarization and cross border conflict, diminished economic growth and poverty alleviation, weakened global institutions and norms of behavior, and reduced collective capacity to confront emerging challenges of global warming, accelerating technology change, nuclear weapons innovation and proliferation. As in any effective scenario, this future is clearly visible to any keen observer. We have only to abolish wishful thinking and believe our own eyes.10

Secular Stagnation

This unbrave new world has been emerging for some time, as US power has declined relative to other states, especially China, global liberalism has failed to deliver on its promises, and totalitarian capitalism has proven effective in leveraging globalization for economic growth and political legitimacy while exploiting technology and the state’s coercive powers to maintain internal political control. But this new era was jumpstarted by the world financial crisis of 2007, which revealed the bankruptcy of unregulated market capitalism, weakened faith in US leadership, exacerbated economic deprivation and inequality around the world, ignited growing populism, and undermined international liberal institutions. The skewed distribution of wealth experienced in most developed countries, politically tolerated in periods of growth, became intolerable as growth rates declined. A combination of aging populations, accelerating technology, and global populism/nationalism promises to make this growth decline very difficult to reverse. What Larry Summers and other international political economists have come to call “secular stagnation” increases the likelihood that illiberal globalization, multipolarity, and rising nationalism will define our future. Summers11 has argued that the world is entering a long period of diminishing economic growth. He suggests that secular stagnation “may be the defining macroeconomic challenge of our times.” Julius Probst, in his recent assessment of Summers’ ideas, explains:

…rich countries are ageing as birth rates decline and people live longer. This has pushed down real interest rates because investors think these trends will mean they will make lower returns from investing in future, making them more willing to accept a lower return on government debt as a result.

Other factors that make investors similarly pessimistic include rising global inequality and the slowdown in productivity growth…

This decline in real interest rates matters because economists believe that to overcome an economic downturn, a central bank must drive down the real interest rate to a certain level to encourage more spending and investment… Because real interest rates are so low, Summers and his supporters believe that the rate required to reach full employment is so far into negative territory that it is effectively impossible.

…in the long run, more immigration might be a vital part of curing secular stagnation. Summers also heavily prescribes increased government spending, arguing that it might actually be more prudent than cutting back – especially if the money is spent on infrastructure, education and research and development.

Of course, governments in Europe and the US are instead trying to shut their doors to migrants. And austerity policies have taken their toll on infrastructure and public research. This looks set to ensure that the next recession will be particularly nasty when it comes… Unless governments change course radically, we could be in for a sobering period ahead.12

The rise of nationalism/populism is both cause and effect of this economic outlook. Lower growth will make every aspect of the liberal order more difficult to resuscitate post-Trump. Domestic politics will become more polarized and dysfunctional, as competition for diminishing resources intensifies. International collaboration, ad hoc or through institutions, will become politically toxic. Protectionism, in its multiple forms, will make economic recovery from “secular stagnation” a heavy lift, and the liberal hegemonic leadership and strong institutions that limited the damage of previous downturns, will be unavailable. A clear demonstration of this negative feedback loop is the economic damage being inflicted on the world by Trump’s trade war with China, which— despite the so-called phase one agreement—has predictably escalated from negotiating tactic to imbedded reality, with no end in sight. In a world already suffering from inadequate investment, the uncertainties generated by this confrontation will further curb the investments essential for future growth. Another demonstration of the intersection of structural forces is how populist-motivated controls on immigration (always a weakness in the hyper-globalization narrative) deprives developed countries of Summers’ recommended policy response to secular stagnation, which in a more open world would be a win-win for rich and poor countries alike, increasing wage rates and remittance revenues for the developing countries, replenishing the labor supply for rich countries experiencing low birth rates.

Illiberal Globalization

Economic weakness and rising nationalism (along with multipolarity) will not end globalization, but will profoundly alter its character and greatly reduce its economic and political benefits. Liberal global institutions, under American hegemony, have served multiple purposes, enabling states to improve the quality of international relations and more fully satisfy the needs of their citizens, and provide companies with the legal and institutional stability necessary to manage the inherent risks of global investment. But under present and future conditions these institutions will become the battlegrounds—and the victims—of geopolitical competition. The Trump Administration’s frontal attack on multilateralism is but the final nail in the coffin of the Bretton Woods system in trade and finance, which has been in slow but accelerating decline since the end of the Cold War. Future American leadership may embrace renewed collaboration in global trade and finance, macroeconomic management, environmental sustainability and the like, but repairing the damage requires the heroic assumption that America’s own identity has not been fundamentally altered by the Trump era (four years or eight matters here), and by the internal and global forces that enabled his rise. The fact will remain that a sizeable portion of the American electorate, and a monolithically pro- Trump Republican Party, is committed to an illiberal future. And even if the effects are transitory, the causes of weakening global collaboration are structural, not subject to the efforts of some hypothetical future US liberal leadership. It is clear that the US has lost respect among its rivals, and trust among its allies. While its economic and military capacity is still greatly superior to all others, its political dysfunction has diminished its ability to convert this wealth into effective power.13 It will furthermore operate in a future system of diffusing material power, diverging economic and political governance approaches, and rising nationalism. Trump has promoted these forces, but did not invent them, and future US Administrations will struggle to cope with them.

What will illiberal globalization look like? Consider recent events. The instruments of globalization have been weaponized by strong states in pursuit of their geopolitical objectives. This has turned the liberal argument on behalf of globalization on its head. Instead of interdependence as an unstoppable force pushing states toward collaboration and convergence around market-friendly domestic policies, states are exploiting interdependence to inflict harm on their adversaries, and even on their allies. The increasing interaction across national boundaries that globalization entails, now produces not harmonization and cooperation, but friction and escalating trade and investment disputes.14 The Trump Administration is in the lead here, but it is not alone. Trade and investment friction with China is the most obvious and damaging example, precipitated by China’s long failure to conform to the World Trade Organization (WTO) principles, now escalated by President Trump into a trade and currency war disturbingly reminiscent of the 1930s that Bretton Woods was designed to prevent. Financial sanctions against Iran, in violation of US obligations in the Joint Comprehensive Plan Of Action (JCPOA), is another example of the rule of law succumbing to geopolitical competition. Though more mercantilist in intent than geopolitical, US tariffs on steel and aluminum, and their threatened use in automotives, aimed at the EU, Canada, and Japan,15 are equally destructive of the liberal system and of future economic growth, imposed as they are by the author of that system, and will spread to others. And indeed, Japan has used export controls in its escalating conflict with South Korea16 (as did China in imposing controls on rare earth,17 and as the US has done as part of its trade war with China). Inward foreign direct investment restrictions are spreading. The vitality of the WTO is being sapped by its inability to complete the Doha Round, by the proliferation of bilateral and regional agreements, and now by the Trump Administration’s hold on appointments to WTO judicial panels. It should not surprise anyone if, during a second term, Trump formally withdrew the US from the WTO. At a minimum it will become a “dead letter regime.”18

As such measures gain traction, it will become clear to states—and to companies—that a global trading system more responsive to raw power than to law entails escalating risk and diminishing benefits. This will be the end of economic globalization, and its many benefits, as we know it. It represents nothing less than the subordination of economic globalization, a system which many thought obeyed its own logic, to an international politics of zero-sum power competition among multiple actors with divergent interests and values. The costs will be significant: Bloomberg Economics estimates that the cost in lost US GDP in 2019- dollar terms from the trade war with China has reached $134 billion to date and will rise to a total of $316 billion by the end of 2020.19 Economically, the just-in-time, maximally efficient world of global supply chains, driving down costs, incentivizing innovation, spreading investment, integrating new countries and populations into the global system, is being Balkanized. Bilateral and regional deals are proliferating, while global, nondiscriminatory trade agreements are at an end.

Economies of scale will shrink, incentivizing less investment, increasing costs and prices, compromising growth, marginalizing countries whose growth and poverty reduction depended on participation in global supply chains. A world already suffering from excess savings (in the corporate sector, among mostly Asian countries) will respond to heightened risk and uncertainty with further retrenchment. The problem is perfectly captured by Tim Boyle, CEO of Columbia Sportswear, whose supply chain runs through China, reacting to yet another ratcheting up of US tariffs on Chinese imports, most recently on consumer goods:

We move stuff around to take advantage of inexpensive labor. That’s why we’re in Bangladesh. That’s why we’re looking at Africa. We’re putting investment capital to work, to get a return for our shareholders. So, when we make a wager on investment, this is not Vegas. We have to have a reasonable expectation we can get a return. That’s predicated on the rule of law: where can we expect the laws to be enforced, and for the foreseeable future, the rules will be in place? That’s what America used to be.20

The international political effects will be equally damaging. The four structural forces act on each other to produce the more dangerous, less prosperous world projected here. Illiberal globalization represents geopolitical conflict by (at first) physically non-kinetic means. It arises from intensifying competition among powerful states with divergent interests and identities, but in its effects drives down growth and fuels increased nationalism/populism, which further contributes to conflict. Twenty-first-century protectionism represents bottom-up forces arising from economic disruption. But it is also a top-down phenomenon, representing a strategic effort by political leadership to reduce the constraints of interdependence on freedom of geopolitical action, in effect a precursor and enabler of war. This is the disturbing hypothesis of Daniel Drezner, argued in an important May 2019 piece in Reason, titled “Will Today’s Global Trade Wars Lead to World War Three,”21 which examines the pre- World War I period of heightened trade conflict, its contribution to the disaster that followed, and its parallels to the present:

Before the First World War started, powers great and small took a variety of steps to thwart the globalization of the 19th century. Each of these steps made it easier for the key combatants to conceive of a general war. We are beginning to see a similar approach to the globalization of the 21st century. One by one, the economic constraints on military aggression are eroding. And too many have forgotten—or never knew—how this played out a century ago.

…In many ways, 19th century globalization was a victim of its own success. Reduced tariffs and transport costs flooded Europe with inexpensive grains from Russia and the United States. The incomes of landowners in these countries suffered a serious hit, and the Long Depression that ran from 1873 until 1896 generated pressure on European governments to protect against cheap imports.

…The primary lesson to draw from the years before 1914 is not that economic interdependence was a weak constraint on military conflict. It is that, even in a globalized economy, governments can take protectionist actions to reduce their interdependence in anticipation of future wars. In retrospect, the 30 years of tariff hikes, trade wars, and currency conflicts that preceded 1914 were harbingers of the devastation to come. European governments did not necessarily want to ignite a war among the great powers. By reducing their interdependence, however, they made that option conceivable.

…the backlash to globalization that preceded the Great War seems to be reprised in the current moment. Indeed, there are ways in which the current moment is scarier than the pre-1914 era. Back then, the world’s hegemon, the United Kingdom, acted as a brake on economic closure. In 2019, the United States is the protectionist with its foot on the accelerator. The constraints of Sino-American interdependence—what economist Larry Summers once called “the financial balance of terror”—no longer look so binding. And there are far too many hot spots—the Korean peninsula, the South China Sea, Taiwan—where the kindling seems awfully dry.

#### Drezner is unsure and just says expectations of war reduce free trade.

Drezner 19 (Daniel, their author, “The most apocalyptic article I have ever written,” 8 April 2019, <https://www.washingtonpost.com/outlook/2019/04/08/most-apocalyptic-article-i-have-ever-written/>, DOA: 1-21-2022) //Snowball

The third one dropped over the weekend (the last one will be unveiled next week, so mark your calendars). It’s the cover story for Reason, and its title is pretty low key: “Will Today’s Global Trade Wars Lead to World War III?”

It would be easy to dismiss this as an example of Betteridge’s law of headlines: “Any headline that ends in a question mark can be answered by the word no." So just FYI, here’s the opening paragraph:

You might not know about a minor trade skirmish in the Balkans that started late last year. But you should, because it signals a worrying shift in how national security considerations are altering the fabric of globalization in ways eerily similar to how they did at the dawn of the 20th century. That first shift helped start World War I, so in case you’re wondering, yes, I’m going there: The current rise in protectionism could be the precursor to World War III.

So yeah, I am a barrel of sunshine these days. Sorry.

Read the whole thing to see my argument in full. The article discusses the “capitalist peace” as one brake on international conflict. It should be pointed out, however, that this is not the only logic that caused me to make the comparison between the global political economy of 1909 and today. Even if the capitalist peace has zero causal effect, one can look at the shrinking degree of interdependence in the present day as a leading indicator — or, to use the parlance of social science, an “intervening variable.” In other words, even if populist nationalism or power transitions are the fundamental driver of great power conflict, patterns of economic interdependence function like a canary in a coal mine. If the great power start segmenting their economic exchange, it’s a sign that they see conflict down the road.

**Drezner thinks other factors solve.**

Daniel W. **Drezner 16**, nonresident senior fellow at the Brookings Institution, professor of international politics at the Fletcher School of Law and Diplomacy at Tufts University, May 2016, “Five Known Unknowns about the Next Generation Global Political Economy,” <https://www.brookings.edu/wp-content/uploads/2016/07/IOS-Drezner-web-1.pdf>

There have been other drivers of the decades-long reduction in militarized interstate disputes. Nuclear deterrence has helped curb violent conflict among the great powers. Multilateral peacekeeping missions mitigate small country conflicts. **Even if there is a decline in interdependence**, it is possible that the “Long Peace” will endure. Furthermore, it is impossible to predict the degree to which either innovations or geopolitics will lessen the need for international trade. Even technological optimists acknowledge that the future diffusion of 3D printing is unclear. Advocates of networked manufacturing insist that economic openness is a prerequisite for the process to continue.122 And the degree of geopolitical revisionism among great powers might be endogenous—that is to say, preexisting levels of globalization might constrain revisionist impulses, rather than such impulses weakening the globalized economy.

**2AC---Defense**

#### a. correlation—they don’t assume other factors

Miller 14

(Charles Miller, lecturer at ANU’s Strategic and Defence Studies Centre, “Globalisation and war,” <http://www.aspistrategist.org.au/globalisation-and-war/> , April 2014)

John O’Neal and Bruce Russett’s work is perhaps the best known in this regard—and Steven Pinker cites them approvingly in his book The Better Angels of Our Nature. Analysing trade and conflict data from the nineteenth to the twenty-first centuries, they found that trade flows do have a significant impact in reducing the chances of conflict, even when taking a variety of other factors into account. But their conclusions have in turn been questioned by other scholars. For one thing, their model failed to take three things into account. First, it’s quite possible that **peace causes trade rather than the other way around**—no company wants to start an export business to another country if it anticipates that business linkages will be cut off by war further down the line. Second, conflict behaviour exhibits what’s called ‘network effects’— if France and Germany are at peace, chances are Belgium and Germany will be too. And third, both the likelihood of conflict and the level of trade are influenced by the number of years a pair of countries has already been at peace—because prolonged periods of peace increase mutual trust. Take **any of these factors** into account, and studies have shown (here and here) that the apparent **relationship between trade flows and peace disappears**. Perhaps, though, conceiving of globalisation solely in terms of trade flows is mistaken. Alternative indicators of globalisation include foreign direct investment, financial openness and the levels of government intervention in economic relations with the rest of the world. Data on those variables is less extensive than on trade flows, usually dating back only to the post World War II period. But some analysts, such as Patrick McDonald and Erik Gartzke, have argued that a significant correlation can be found between them and a reduction in the probability of conflict. Those findings, newer than O’Neal and Russett’s, haven’t yet been subjected to the same intense scrutiny, so may in turn be qualified by future research. What does all that mean for the policy-maker? The statistical evidence certainly doesn’t tell us that globalisation has made war in East Asia impossible. ‘Cromwell’s law’ counsels us that a logically conceivable event should never be assigned a probability of zero. The most we could conclude is that globalisation has made such an occurrence much less likely. There’s some hopeful numerical evidence that globalisation does indeed have that effect, but the evidence isn’t so compelling that we can substitute an economic engagement policy for a security policy. By all means, let’s continue to promote trade in the Asia-Pacific. But we should also continue to be prepared for scenarios which are unlikely but would be hugely damaging if they were to occur.

#### b. samples—they only focus on dyads

**Chatagnier and Kavakli 17** – (2017, J. Tyson, PhD in Political Science, Assistant Professor in the Department of Political Science at the University of Houston, and Kerim Can, PhD in Political Science, assistant professor at the Faculty of Arts and Social Sciences at Sabanci University in Turkey, “From Economic Competition to Military Combat: Export Similarity and International Conflict,” Journal of Conflict Resolution, Vol 61, Issue 7, 2017)

International trade has long been thought to facilitate peace among nations (Kant [1795] 1970). A voluntary exchange of goods that leaves both parties better off inherently raises the value of each side to the other, increasing the cost of conflict. The belief that economic interaction can ignite a positive dynamic of cooperation and reduce conflictual behavior is so intuitive and widespread that some political pundits have even heralded free trade as the path to world peace (see, e.g., Griswold 1998; Boudreaux 2006).The conventional wisdom within the international relations literature (e.g., Oneal and Russett 1997; Gartzke, Li, and Boehmer 2003; Polachek and Xiang 2010) reinforces these claims, having found consistent empirical (and theoretical) links between trade and peace. At the same time, however, there is certainly evidence that trade can exacerbate rivalry and conflict between states. Throughout history, states have fought their competitors for advantage (i.e., access to inputs and markets) in the global marketplace. For instance, in his authoritative account of the Anglo-German rivalry before World War I, Kennedy (1980, 464) concludes that “the most profound cause [of the conflict], surely, was economic”. More specifically, the cause was “the detectable increase in Anglo-German trade rivalry since Bismarck’s time as the latter country steadily became more competitive.” Moreover, while modern empirical international relations research has largely come down on the side of the neoliberals, it has not been monolithic. Indeed, numerous studies by Barbieri (1996, 2002) have demonstrated that increased trade actually has the potential to aggravate tensions between states. These inconsistencies in both the historical and analytical records raise questions about the simplicity of the link between trade and conflict. Additionally, **the vast majority of previous work considers only the bilateral effects** of trade, neglecting the way in which trade between two actors can affect a third. **We remedy this oversight** by analyzing the effects of trade competition, arguing that the tension produced by export competition can be an important source of international conflict. More specifically, we highlight that economic actors who face foreign competition have an incentive to use military power to gain an advantage in international markets. These domestic actors can use their economic power to influence their nation’s political elites and increase the likelihood that economic conflict erupts into war. We support this theoretical argument with **several well-established historical cases** including the seventeenth-century **Dutch-English** commercial rivalry, the pre-World War I **Anglo-German** rivalry, and the **1990 invasion of Kuwait** by Iraq. Our argument suggests that, although trade can have a pacifying direct effect at the dyadic level, it also has strong indirect effects, which can be conflict aggravating. We test this argument using commodity-level trade data from 1962 to 2000. We measure each country pair’s portfolio similarity along nearly 1,300 commodity categories and test the effect of this variable on several indicators of international conflict. Our results strongly support our claim that countries that produce and export similar goods are **significantly more likely to fight, even taking into account their bilateral trade**. **These findings are robust** to several checks on model specification as well as alternative explanations. We also show that our findings are not driven by oil or other strategic resources and that they hold for both raw and manufactured goods. In light of these results, **we are confident that we have identified a significant and practically important cause of war**.

#### c. interdependence causes war---empirics and asymmetry---can’t overcome fundamental disagreements.

van de Haar 20 (Edwin, independent scholar specializing in the liberal tradition in international political thought. He has lectured in international relations and political theory at Brown University, PhD from Maastricht University (2008), a MSc in International Relations from the London School of Economics and Political Science (1997) and a MA in Political Science from Leiden University (1996), “Free trade does not foster peace,” 2020, DOI: 10.1111/ecaf.12405, DOA: 1-5-2020) //Snowball //strikethrough of rhetoric

The most obvious rebuttal of these arguments is empirical. It just did not happen. Countries trading with each other, all around the globe, have fought wars with one another, over and over again. Some recent examples are Russia and Georgia, Russia and Ukraine, and Saudi Arabia and Yemen. As Smith predicted, human nature is an important factor in the explanation. People will quarrel and fight: ultimately emotions rule reason. In the domestic situation, there is hardly anyone who thinks that people can do without police and judiciary, because some people simply will not obey the rules. The international system is without a court with enforcement powers. There are some structural constraints, but it remains a human affair. The fundamental insights of Smith and his contemporaries into human behaviour do not amount to some oldfashioned idea, long refuted by modern science. They are confirmed not only by modern economists such as Kahneman (2011) and international relations specialists such as Waltz (1954, pp. 16–79) and Donelan (2007), but also by theorists working on the border between evolutionary psychology and international affairs (Rosen, 2005; Rubin, 2002; Thayer, 2004).

The relationship between trade and economic interdependence is also far more complex. Economic interdependence matters sometimes, but it cannot trump power politics. As Copeland (2015, pp. 1–50, 428–46) makes clear, economic interdependence is sometimes a constraint on violent action by a state. Yet it could just as well be a cause of violent action, especially of a pre-emptive nature in the event that actors expect to be cut off from trade and other economic resources in the near future. In this way, the benefits of continued trade lose out against the expected economic vulnerability. Sobek (2009, pp. 107–27) adds that trade relations might lead to uneven power relationships, which may be a cause of war as well.

Also relevant here is the fact that free trade does not normally result in bilateral interdependence, except for trade in the rarest goods. Free trade leads to multilateral trade relations, and consequently there may be more than one country where particular goods can be bought. Therefore, in times of war, it is relatively easy to switch to suppliers from country A to country B or C. In this way warfare may be a less costly option than is assumed by the idea of economic interdependence.

Public opinion is not automatically opposed to war, as Cobden painfully found out during the Crimean War (1853–56). This has been evident many times since, not least in the two world wars. So the idea of public opinion as a pacifying factor influencing decision-makers must be discarded. It must also be noted that the public in any case hardly ever influences foreign policy decisions on war and peace (Hill, 2003, pp. 250–82).

Trade is unable to foster peace, because it is unable to overcome many causes of war. Think about cultural and religious differences, geopolitical causes such as the fight for natural resources, including increasingly rare raw materials, or more traditional wars between great powers or their proxies over a border dispute. States may also act against their economic interest for some perceived higher goal (Coker, 2014). The causes of war are often multifaceted and complex. Wars happen because people have reasons to fight, in the form of goals and grievances, and possess enough resources and resolve (Ohlson, 2009). Trade relations are just one factor in the mix of causes of war, which include such coincidental factors as chance, luck, or reckless behaviour by individuals who happen to influence public policy. International commerce is simply not a “perfectly effective antiwar device” (Suganami, 1996, pp. 153–210). The best one can say is that the protection of trade relations is sometimes one of the factors in the decision not to wage war. Nothing less, nothing more.

To sum up, many of Adam Smith's arguments still stand, and are confirmed or complemented by modern research. There is no solid ground for the expectation that trade promotes, fosters, or leads to peace. Generally, international economic interests are not the crucial factors in decisions over war and peace. Too many other factors come into play. To believe that trade fosters peace was folly even hundreds of years ago. To still think so is to believe in fairy tales, to be ~~blinded~~ [confused] by the correlates computed by limited yet available datasets, or both.

### 2AC---Impact---Biodiversity

#### Global free trade destroys biodiversity.

**Sakashita 15**

Miyoko Sakashita (Oceans Director, Center for Biological Diversity). “Free Trade: The Hidden Costs to Our Oceans and Climate.” Huffington Post. November 16th, 2015. http://www.huffingtonpost.com/miyoko-sakashita/free-trade-the-hidden-cos\_b\_8560336.html

It isn’t just carbon emissions that are being fueled by consumption in the U.S. and other wealthy countries. We create the demand that causes other countries to produce all those throwaway plastic products and packaging now swirling in the North Pacific Gyre, the biggest garbage dump in the world, collecting toxins along the way and sending them up the aquatic food chain. And **international trade has spread invasive species** (such as zebra mussels, cholera, and toxic algae blooms) around the world, traveling in the ballast water of ships and colonizing foreign lands, **where they compromise biodiversity** and clog up intake pipes and other vital infrastructure. In an era when we’re having trouble breaking our fossil fuel addiction despite its damage to our planet, when our ocean is becoming more polluted and corrosive, and we’re rapidly losing the biodiversity on which healthy ecosystems rely, **it’s worth reexamining our assumptions about the value of free trade**.

#### Extinction.

**Torres 16** – affiliate scholar @ Institute for Ethics and Emerging Technologies (Phil, PhD candidate @ Rice University in tropical conservation biology, Op-ed: Climate Change Is the Most Urgent Existential Risk, <http://ieet.org/index.php/IEET/more/Torres20160807>)

Humanity faces a number of formidable challenges this century. Threats to our collective survival stem from asteroids and comets, supervolcanoes, global pandemics, climate change, biodiversity loss, nuclear weapons, biotechnology, synthetic biology, nanotechnology, and artificial superintelligence. With such threats in mind, an informal survey conducted by the Future of Humanity Institute placed the probability of human extinction this century at 19%. To put this in perspective, it means that the average American is more than a thousand times more likely to die in a human extinction event than a plane crash.\* So, given limited resources, which risks should we prioritize? Many intellectual leaders, including Elon Musk, Stephen Hawking, and Bill Gates, have suggested that artificial superintelligence constitutes one of the most significant risks to humanity. And this may be correct in the long-term. But I would argue that two other risks, namely **climate change and biodiveristy loss**, should **take priority** right now over **every other known threat**. Why? Because these ongoing catastrophes **in slow-motion** will frame our **existential predicament** on Earth not just for the rest of this century, but for literally **thousands of years** to come. As such, they have the capacity to **raise or lower** the **probability of other risks scenarios** unfolding. Multiplying Threats Ask yourself the following: are wars more or less likely in a world marked by **extreme weather events**, **megadroughts**, **food supply disruptions**, and **sea-level rise**? Are terrorist attacks more or less likely in a world beset by **the collapse of global ecosystems**, **agricultural failures**, **economic uncertainty**, and political instability? Both government officials and scientists agree that the answer is **“more likely.”** For example, the current Director of the CIA, John Brennan, recently identified “the impact of climate change” as one of the “deeper causes of this rising instability” in countries like **Syria**, **Iraq**, **Yemen**, **Libya**, and **Ukraine**. Similarly, the former Secretary of Defense, Chuck Hagel, has described climate change as a **“threat multiplier”** with “the potential to exacerbate many of the challenges we are dealing with today — from **infectious disease** to terrorism.” The Department of Defense has also affirmed a connection. In a 2015 report, it states, “Global climate change will aggravate problems such as **poverty**, **social tensions**, environmental degradation, **ineffectual leadership** and **weak political institutions** that threaten stability in a number of countries.” Scientific studies have further shown a connection between the environmental crisis and violent conflicts. For example, a 2015 paper in the Proceedings of the National Academy of Sciences argues that climate change was a causal factor behind the record-breaking 2007-2010 drought in Syria. This drought led to a mass migration of farmers into urban centers, which fueled the 2011 Syrian civil war. Some observers, including myself, have suggested that this struggle could be the beginning of World War III, given the complex tangle of international involvement and overlapping interests. The study’s conclusion is also significant because the Syrian civil war was the Petri dish in which the Islamic State consolidated its forces, later emerging as the largest and most powerful terrorist organization in human history. A Perfect Storm The point is that climate change and biodiversity loss could very easily push societies **to the brink of collapse**. This will exacerbate **existing geopolitical tensions** and introduce entirely **new power struggles** between state and nonstate actors. At the same time, advanced technologies will very likely become increasingly powerful and accessible. As I’ve written elsewhere, the malicious agents of the future will have bulldozers rather than shovels to dig mass graves for their enemies. The result is a perfect storm of more conflicts in the world along with unprecedentedly dangerous weapons. If the conversation were to end here, we’d have ample reason for placing climate change and biodiversity loss at the top of our priority lists. But there are other reasons they ought to be considered urgent threats. I would argue that they could make humanity more vulnerable to a catastrophe involving superintelligence and even asteroids. The basic reasoning is the same for both cases. Consider superintelligence first. Programming a superintelligence whose values align with ours is a formidable task even in stable circumstances. As Nick Bostrom argues in his 2014 book, we should recognize the “default outcome” of superintelligence to be “doom.” Now imagine trying to solve these problems amidst a rising tide of interstate wars, civil unrest, terrorist attacks, and other tragedies? The societal stress caused by climate change and biodiversity loss will almost certainly compromise important conditions for creating friendly AI, such as sufficient funding, academic programs to train new scientists, conferences on AI, peer-reviewed journal publications, and communication/collaboration between experts of different fields, such as computer science and ethics. It could even make an “AI arms race” more likely, thereby raising the probability of a malevolent superintelligence being created either on purpose or by mistake. Similarly, imagine that astronomers discover a behemoth asteroid barreling toward Earth. Will designing, building, and launching a spacecraft to divert the assassin past our planet be easier or more difficult in a world preoccupied with other survival issues? In a relatively peaceful world, one could imagine an asteroid actually bringing humanity together by directing our attention **toward a common threat**. **But** if the “conflict multipliers” of climate change and biodiversity loss have already **catapulted civilization** into chaos and turmoil, I strongly suspect that humanity will become more, rather than less, susceptible to dangers of this sort. Context Risks We can describe the dual threats of climate change and biodiversity loss as “context risks.” Neither is likely to directly cause the extinction of our species. But **both will define the context in which civilization confronts all the other threats** before us. In this way, they could **indirectly** contribute to the **overall danger of annihilation** — and this worrisome effect could be significant. For example, according to the Intergovernmental Panel on Climate Change, the effects of climate change will be “severe,” “pervasive,” and “irreversible.” Or, as a 2016 study published in Nature and authored by over twenty scientists puts it, the consequences of climate change “will extend longer than the entire history of human civilization thus far.” Furthermore, a recent article in Science Advances confirms that humanity has already escorted the biosphere into the sixth mass extinction event in life’s 3.8 billion year history on Earth. Yet another study suggests that we could be approaching a **sudden**, **irreversible**, catastrophic **collapse of the global ecosystem**. If this were to occur, it could result in “widespread social unrest, economic instability and loss of human life.” Given the potential for environmental degradation to **elevate the likelihood of nuclear wars**, **nuclear terrorism**, **engineered pandemics**, a **superintelligence takeover**, and perhaps even **an impact winter**, it ought to take precedence **over all other risk concerns** — at least in the near-term. Let’s make sure we get our priorities straight.

# 1AR

## FTC

### 1AR- DA

#### Prior approval thumps.

Edwards 10-26-2021, (Jane, “FTC to Require Acquisitive Firms to Obtain Prior Approval Before Closing Any Future Deal,” https://www.govconwire.com/2021/10/ftc-issues-prior-approval-policy-statement-to-prevent-anticompetitive-mergers)

The Federal Trade Commission has issued a new policy statement that seeks to restore into standard practice the use of prior approval authority to restrict future acquisitions for companies pursuing anticompetitive merger transactions. Under the Prior Approval Policy Statement, companies seeking to make acquisitions should secure prior approval from FTC before closing any future deal in an affected market where violation is alleged to occur for a minimum period of 10 years, the commission said Monday. FTC will look at the nature of the deal, degree of pre-merger market power, evidence of anticompetitive market dynamics, history of acquisitiveness of merging parties, the level of market concentration and other factors as it works to determine the coverage of a prior approval provision.

#### Gov is already prepared to engage in more antitrust litigation over SEP’s.

Love 21, \*Bruce Love, writer at the National Law Journal; (June 15th, 2021, “As DOJ Confirms a Change in Antitrust Patent   
Policy, Lawyers Prepare for Shifting Demand”, https://www.mckoolsmith.com/assets/htmldocuments/2021%2006%2016%20As%20DOJ%20Confirms%20a%20Change%20in%20Anittrust%20Patent%20Policyk%20Lawyers%20Prepare%20for%20Shifting%20Demand%20-%20The%20National%20Law%20Journal.pdf)

The Justice Department has confirmed it is looking to develop new policies surrounding how standard-essential patents might be used as tools for anticompetitive practices. The change in policy will mean big business for law firms that can combine highly technical IP advice with their antitrust and litigation practices, with one lawyer likening the demanding skill set to “three-dimensional chess.” Standard-essential patents, or SEPs, are a fundamental piece of intellectual property for business and innovation because they are used under license so frequently by manufacturing companies other than the patent owners. The policy change was hinted at during an online event in late May, when Richard Powers, the acting attorney general of DOJ’s antitrust division, gave an indication that the government might be walking back the relaxed approach implemented by the DOJ under the Trump administration. A DOJ spokesperson confirmed in an email Tuesday to Law.com that it will change its policy on SEPs and antitrust behavior, with the agency still working out the details. The new administration, said the DOJ spokesperson, is rethinking what policies at the intersection of IP and anti- trust will best serve competition and consumers. “New Department leadership is working with career staff on developing a more balanced approach,” said the DOJ spokesperson. “The department wants to develop neutral and balanced policies in this area that recognize the importance of both antitrust enforcement and JUNE 15, 2021 As DOJ Confirms a Change in Antitrust Patent Policy, Lawyers Prepare for Shifting Demand BY BRUCE LOVE U.S. law has often shied away from enforcing essential patent obligations. That’s set to change. The result could be “a significant change in the volume and nature of business for IP trial lawyers and their clients,” one lawyer said. Office of the Attorney General at the U.S. Department of Justice in Washington, D.C. June 6, 2020. THE NATIONAL LAW JOURNAL JUNE 15, 2021 intellectual property protection to our economy and that do not favor one set of interests over others.” Such policy changes could result in a swell of business for law firms with deep, technical IP benches and strong experience representing the industry in enforcement actions, lawyers said. Trump’s DOJ had “taken its foot off the gas” when it came to SEPs as the focus of anti-competitive behavior, said one Washington-based lawyer, speaking on the condition of anonym- ity because he currently has active cases that involve both SEP enforcement and defense. “It didn’t mean we weren’t busy as litigators. There was a lot of work enforcing SEPs against infringers and defending against infringement allegations,” he said. “But we weren’t busy in the antitrust arena. A greater focus on SEPs—not just by the DOJ but also other agencies—might mean more litigation, but it will also mean a more transparent field of play. It doesn’t do companies any good for there to be unfettered SEP enforcement.”

#### Antitrust fervor ramping up

Zanfagna 9/7/21, \* [Gary Zanfagna](https://www.paulhastings.com/professionals/garyzanfagna) is an antitrust and competition partner at Paul Hastings LLP; (September 7th, 2021, “Antitrust isn't headed to an inflection point; it's already there”, https://thehill.com/opinion/judiciary/571087-antitrust-isnt-headed-to-an-inflection-point-its-already-there)

The truth is most companies have not had to think too much about antitrust regulations. The basic rules are pretty well known. But that is potentially changing quickly as antitrust concerns focus on not only high-tech companies, but businesses across the economy, from startups to global conglomerates.

It means antitrust is at an important inflection point. Changes are occurring at multiple levels — from [rule reform](https://www.klobuchar.senate.gov/public/_cache/files/e/1/e171ac94-edaf-42bc-95ba-85c985a89200/375AF2AEA4F2AF97FB96DBC6A2A839F9.sil21191.pdf) to [new applications](https://www.hawley.senate.gov/senator-hawley-introduces-trust-busting-twenty-first-century-act-plan-bust-anti-competitive-big) of existing rules to [increased enforcement](https://www.klobuchar.senate.gov/public/index.cfm/news-releases?ID=A4EF296B-9072-4244-90AF-54FE43BB0876). Some of these changes are a reflection of the economic upheaval ushered in by the digital economy, which has prompted businesses and governments to look to antitrust rules to solve their problems. Witness [President Biden](https://thehill.com/people/joe-biden)’s [July 9 executive order](https://www.whitehouse.gov/briefing-room/presidential-actions/2021/07/09/executive-order-on-promoting-competition-in-the-american-economy/) whose 72 provisions include requests ranging from asking the FCC to reinstate net neutrality rules to directing the FDA to issue rules to allow more competition in the hearing aid market.

It’s a reflection of a general zeitgeist whose goal is to slow the onslaught of consolidation in technology across industries, from news media to healthcare to agriculture. And it’s gathering momentum as new rules are being proposed from both sides of the aisle.

Many look to the 449-page [“Investigation of Competition in Digital Markets”](https://www.nytimes.com/interactive/2020/10/06/technology/house-antitrust-report-big-tech.html?action=click&module=RelatedLinks&pgtype=Article) report from the judiciary committee on antitrust as the opening salvo. The report took aim at Amazon, Apple, Facebook, and Google, outlining how those once scrappy startups now leverage their market position in ways not seen since “the era of oil barons and railroad tycoons.” The judiciary report’s conclusion: prevent big tech from acquiring smaller tech with tougher policing — and reform antitrust laws.

Both Democrats and Republicans have since voiced their support for such ideas.

Aimed at the seemingly intractable challenges of the digital era, Sen. [Amy Klobuchar](https://thehill.com/people/amy-klobuchar)’s (D-Minn.) “[Antitrust Law Enforcement Reform Act”](https://www.congress.gov/bill/117th-congress/senate-bill/225/text) would create barriers to prevent consolidation across industries, not just in tech, but in any business that might be connected to “dominant digital platforms.” The legislation would have a prescriptive force, creating a presumption against certain mergers, whether they be in biotech or burgers.

Meanwhile, on the Republican side, Sen. [Josh Hawley](https://thehill.com/people/joshua-josh-hawley) (R-Mo.) has rolled out a bill that looks even more severe, blocking some mergers and acquisitions outright. The [“Trust-Busting for the Twenty-First Century Act”](https://www.hawley.senate.gov/senator-hawley-introduces-trust-busting-twenty-first-century-act-plan-bust-anti-competitive-big) would ban any acquisitions by companies with a market cap of more than $100 billion. The act would also make it easier for the FTC to classify a company’s behavior as anti-competitive, and then extract penalties (including profits) based on that behavior.

And it’s not just the Federal government. Several states have proposed their own legislation to prevent and punish what they see as anti-competitive behavior. Arizona narrowly passed initial legislation that would prevent app store operators, specifically Apple and Google, from forcing developers to use their payment systems.

Meanwhile in New York State, the [Twenty-First Century Anti-Trust Act (S933)](https://www.nysenate.gov/legislation/bills/2019/s8700/amendment/a) includes a first-of-its-kind state merger notification of any deal in which the buyer would end up with more than $8 million in assets of the target. It would also create an “abuse of dominance” offense and give the N.Y. attorney general rulemaking authority — whether or not the company was based in New York.

These proposals have a long way to go before becoming law, but they demonstrate potentially significant antitrust adjustments coming.

Expanding antitrust view

The ripple effects will be profound, affecting transportation, communications, banking and healthcare companies. Incumbents looking to diversify their business are vulnerable, as are startups looking for profitable partners. Unhappy competitors who feel stymied may look to antitrust rules for remediation. And private equity moves to consolidate fledgling, fragmented industries will face tougher questions about overlap and industry concentration.

So, we are going to see antitrust being used in industries and in ways that haven’t been considered in many years, with views about market concentration expanding to encompass what used to be considered diverse or vertical markets. In fact, both Sen. Klobuchar’s and Sen. Hawley’s proposals specifically target consolidation across industries. Sen. Hawley’s $100 billion ban explicitly targets vertical acquisitions. It would certainly prevent deals like Facebook’s acquisition of WhatsApp or Google’s purchase of Fitbit.

#### Apple case

Albertgotti 9/10/21, \*[Reed Albergotti](https://www.washingtonpost.com/people/reed-albergotti/), Washington Post; (September 10th, 2021, “Judge’s ruling may take a bite out of Apple’s App Store, but falls short of calling the iPhone maker a monopolist”, https://www.washingtonpost.com/technology/2021/09/10/apple-epic-decision-judge-market-monopoly/)

A federal judge fundamentally altered Apple’s App Store business model on Friday in a landmark ruling that accused the iPhone maker of illegal anticompetitive behavior and is likely to have ripple effects across the U.S. antitrust landscape.

In a decision on an antitrust lawsuit brought by Fortnite maker Epic Games, U.S. District Judge Yvonne Gonzalez Rogers ruled that Apple must allow app developers to “steer” customers to alternatives to the tech giant’s payment processing service, which collects a 30 percent fee on most digital transactions. That was previously not allowed by the company, and marks a major victory for developers which have long complained of the tight grip the tech giant holds over its App Store on the roughly one billion iPhones currently in use.

[The blockbuster trial between Apple and the maker of ‘Fortnite’ goes out with a ‘hot tub’ session](https://www.washingtonpost.com/technology/2021/05/24/apple-epic-trial-hot-tubbing/?itid=lk_interstitial_manual_5)

Gonzalez Rogers also found that Apple was in violation of California state competition laws because of the way it forces developers into using Apple’s payment processing service without allowing them to tell customers there are alternatives, which are often cheaper.

She stopped short of ruling in favor of Epic‘s claims that Apple is a monopolist, although she left the door open by suggesting more evidence could have changed her decision.

“The court does not find that it is impossible; only that Epic Games failed in its burden to demonstrate Apple is an illegal monopolist,” she wrote.

Epic spokeswoman Elka Looks said the company plans to appeal the ruling. Tim Sweeney, chief executive of Epic, said in a tweet that, “Today’s ruling isn’t a win for developers or for consumers.”

Apple did not respond to requests for comment.

The ruling, one of the first major legal actions taken against a tech giant in a new era of antitrust scrutiny, is sure to echo loudly both in Washington, where a legislative effort to rein in the power of Big Tech is underway, and in the courts, which are facing the biggest test of existing antitrust laws in decades. Tech giants have come under the microscope in recent years as it became clear that current antitrust law does not effectively address their power, and regulators and lawmakers have been pushing to change that.

## Trade DA

### 1AR- Trade bad

#### Vulnerability causes uncertainty and aggression.

Bonfatti and O’Rourke 14 (Roberto, School of Economics University of Nottingham, and Kevin, All Souls College University of Oxford, “GROWTH, IMPORT DEPENDENCE AND WAR,” July 2014, NATIONAL BUREAU OF ECONOMIC RESEARCH, <https://www.nber.org/system/files/working_papers/w20326/revisions/w20326.rev0.pdf>. DOA: 1-5-2020) //Snowball

The argument is a controversial one, however (for a brief survey, see Barbieri 1996, pp. 30-34). While some realist scholars deny the relevance of trade to the issue of international conflict, on the grounds that war and peace are solely determined by security concerns, relative power, and so forth, others have argued that trade makes war more likely. A frequent theme is that trade can make countries dependent on others, and therefore vulnerable, in the context of an anarchic world in which countries have fundamentally different interests. In the words of John Mearsheimer, “states will struggle to escape the vulnerability that interdependence creates, in order to bolster their national security. States that depend on others for critical economic supplies will fear cutoff or blackmail in time of crisis or war; they may try to extend political control to the source of supply, giving rise to conflict with the source or with its other customers” (Mearsheimer 1990, p. 45). There is a critical difference between international and domestic trade, argues Kenneth Waltz: regions within a country “are free to specialize because they have no reason to fear the increased interdependence that goes with specialization”, whereas in an anarchic world, states may fear specialization on the grounds that their potential competitors may gain more than they do, or because trade makes them “dependent on others through cooperative endeavors and exchanges of goods and services” (Waltz 1979, pp. 104, 106; see also Gilpin 1981, p. 220).

#### It makes wars likelier and longer.

Paganelli and Schumacher 19 (Maria Pia, Professor of Economics at Trinity University, and Reinhard, Professor of Physics at Carnegie Mellon University, “Do not take peace for granted: Adam Smith’s warning on the relation between commerce and war,” Cambridge Journal of Economics 2019, <https://academic.oup.com/cje/article-abstract/43/3/785/5127359>, DOA: 1-5-2020) //Snowball

Does commerce bring about peace? Contrary to what is commonly believed, one of the most famous promoters of the civilising role of commerce seems to answer the question with a negative warning. Commerce, and the wealth commerce creates, may not decrease international conflicts; they may actually increase them. This is not because commerce is an extension of war or because commerce does not offer a ‘bond of friendship’. It is rather because of a set of perverse incentives: commerce and the wealth it brings about increase the power of commercial interest groups and decrease the relative and the perceived costs of wars.

Analysing the positions of Smith introduces an economic analysis and offers a fresh contribution to open a debate on the effects of commerce on warfare and the probability of current wars. For Smith, the development of commercial societies brings about justice and order at home, and more humanity both in peace and in war, but it also increases the likelihood and the likely duration of wars. Economic development, which varies from country to country, increases the inequality in international wealth— a possible motive for increasing the frequency of international wars, as richer countries become enticing targets of poorer countries.25 In addition, for Smith, the likelihood of wars increases with the increase in commerce because the ‘mean rapacity’ of merchants and manufacturers ‘intimidates’ the legislature and wrongly convinces the population that establishing monopolies and higher profits for themselves is actually good for the country. The majority of the population supports more wars because it can ‘dream of empire’ at a relatively low price. Soldiers can be taken out of productive work without affecting the subsistence of the rest of the population, differently from non-commercial societies, in which wars cannot last long because the country is too poor to support troops for long periods of time without starvation. For Smith, the relative price of war decreases with the increase in commerce, and as with all price decreases, the decrease in the price of war increases the quantity demanded of wars. In addition, for Smith, even if the absolute cost of war increases, the ability to pay increases too, thanks to the availability of debt financing of commercial societies. Debt financing decreases the perceived cost of war, generating increasing support for more frequent and longer wars.

#### Third parties take out their offense but magnify ours.

Bonfatti and O’Rourke 14 (Roberto, School of Economics University of Nottingham, and Kevin, All Souls College University of Oxford, “GROWTH, IMPORT DEPENDENCE AND WAR,” July 2014, NATIONAL BUREAU OF ECONOMIC RESEARCH, <https://www.nber.org/system/files/working_papers/w20326/revisions/w20326.rev0.pdf>. DOA: 1-5-2020) //Snowball

The relationship between trade and war has been subject to extensive statistical testing in recent decades (for recent contributions, see Martin, Mayer and Thoenig 2008, and Harrison and Wolf 2012). Using dyadic trade data for the period 1950-2000, Martin et al. find that higher bilateral trade between two countries lowers the probability that they will go to war; but that the more either of these countries trades with third parties, the greater is the probability that they will go to war (since their trade will be less disrupted overall in the event of a bilateral war).

Statistical analyses such as these are extremely informative. However, by definition they tell us something about average correlations. Individual deviations from average experience are particularly important when what we are talking about is warfare - especially if the war in question is a world war. World War I, for example, erupted at a time when the world economy was integrated to an unprecedented extent (O’Rourke and Williamson 1999, Rowe 2005, McDonald and Sweeney 2007). In this paper we develop a model which shows one way in which late 19th century globalization might have made the world a more dangerous, rather than a safer, place.